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$0-4 $5-49 $50-99 $100-149 $150-199 $200-249 $250-299 $300-349 $350-399 $400-449 $450-499 $500-549 $550-599 ≥$600


$100-200 1.290% 1.590% 1.790% 1.890% 1.910% 1.915% 1.920% 1.925% 1.930% 1.935% 1.940% 1.945% 1.950% 1.955%


$200-300 1.420% 1.720% 1.920% 2.020% 2.040% 2.045% 2.050% 2.055% 2.060% 2.065% 2.070% 2.075% 2.080% 2.085%


$300-400 1.440% 1.740% 1.940% 2.040% 2.060% 2.065% 2.070% 2.075% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105%


$400-500 1.450% 1.750% 1.950% 2.050% 2.070% 2.075% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115%


$500-600 1.455% 1.755% 1.955% 2.055% 2.075% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115% 2.120%


$600-700 1.460% 1.760% 1.960% 2.060% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115% 2.120% 2.125%


$700-800 1.460% 1.760% 1.960% 2.060% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115% 2.120% 2.125%


$800-900 1.460% 1.760% 1.960% 2.060% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115% 2.120% 2.125%


>$900 1.460% 1.760% 1.960% 2.060% 2.080% 2.085% 2.090% 2.095% 2.100% 2.105% 2.110% 2.115% 2.120% 2.125%


*In this option, the Bank pays the 5% contract administration fee to the State on behalf of the local participants.  Thus, the local participants receive 100% of their earned rebate.  


The Yellow highlighted column and green cells illustrate the rebate rates paid for the State's requested $250 million scenario.  This assumes a $300-400 average transacation size and 30/25 day payment terms.  


Entity Avg. Trans. Size
Net Annual USD Purchase Volume (in millions)


Supplier is to provide rebate percentages to this matrix. Rebate percentages are based on the combined annual spend volume of all current participating entities' accounts. Incentives exclude Large Ticket Transactions, cash advances, convenience 


check amounts and fraudulent charges.


Attachment A-1 - Banks pays 5% of local rebate to the State of Oklahoma*


Incentive Schedule


for


Dollar Purchase Volume and Average Transaction Size 








1-3 days 4-5 days 6-7 days 8-9 days 10-11 days 12-13 days 14-15 days 16-17 days 18-19 days 20-21 days 22-23 days 24-25 days 26-27 days 28-29 days 30 days


$0-4 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$5-49 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$50-99 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$100-149 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$150-199 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$200-249 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$250-299 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$300-349 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$350-399 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$400-449 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$450-499 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$500-549 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


$550-599 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


≥$600 11 10 9 8 7 6 5 4 3 2 1 0 0 -1 -2


Escalators to this schedule:
Additional Basis Points Added


If Payment made within 7 days after a 30-day billing cycle 9


If Payment made within 7 days after a two-week billing period


Attachment  A-2 - Applies to Full Rebate, and also applies to Bank pays 5% of local rebate to State of Oklahoma


Incentive Schedule


for


Prompt Payment 


Supplier is to provide basis points to this matrix. Basis points are based on the number of days after billing statement date that payment is made. State agencies' accounts are central bill, central pay. Local governments' accounts are separate bill, separate pay.


Dollar Purchase Volume
Days after Billing Statement Date that Payment is Due


26


If Payment made within 7 days after a weekly billing period 30


If Payment made daily 35








Note:


1)  Please define your minimum of a large ticket transaction size in dollars.    $_This is set by Visa and not the bank._


2)  If additional space is needed, attach extra pages.


3) General Incentive Terms can be attached with this section.


4)  Other fees associated with the Program shall be submitted with this section.


Attachment A-3


Incentive 


for 


Large Ticket Transaction Volume


(Bank Pays 5% of EOU Rebate to State Option)


Option 2 from RFP Response:  Bank Pays 5% of EOU Rebate to the State: The 


Large Ticket/Partner Program Rebate Multiplier is 93 basis points (0.93%), 


based on monthly billing with 25 days to pay, to be piad on transactions that 


qualify as Large Ticket or Parter Program volume, as determined by Visa and/or 


MasterCard







1)  Please define your minimum of a large ticket transaction size in dollars.    $_This is set by Visa and not the bank._








Contract Lines:


Line # Cat CD / Item ID / Item Desc UOM
Minimum Order Maximum / Open
Qty Amt Qty Amt


1 84141602 / 1000003679
SERVICE:Credit card/charge card service
fees


MO 1.00          0.00 0.00          0.00


. 
State Purchase Card Program


Contract Base Pricing 0.01000 0023MO


COMMENTS:


Contract period: 07/31/2020 thru 07/30/2021
Agreement period: 07/31/2020 thru 07/30/2031


CONTRACT
 Dispatch via Print
Contract ID
0000000000000000000005891


Page
1 of 1


Contract Dates
07/31/2020 to 07/30/2021


Currency
USD


Rate Type
CRRNT


Rate Date
PO Date


Description:
SW200 / Purchase Card Program


Contract Maximum
                             0.00


TYPE:  STATEWIDE


State of Oklahoma


Supplier 0000078298
BANK OF AMERICA NA
800 MARKET ST
ST LOUIS MO 63101-2504
USA


Tax Exempt? Y Tax Exempt ID:736017987


Authorized SignatureFinal = The price is final after adjustments
Hard  = Apply adjustments regardless of other adjustments
Skip  = Skip adjustments if any other adjustments have been applied








Bank of America Clarifications: 


Clarifications: 


A.2, pages 8-9, Debarment, etc. 


Clarification: Bank of America, N.A. is part of a large and diversified institution. Bank of America 
Corporation, whose shares are publicly traded, and its subsidiaries, which include Bank of America, N.A., 
had approximately 205,000 full time equivalent employees as of today. Bank of America Corporation is a 
global franchise, serving customers and clients around the world with operations in all 50 U.S. states, the 
District of Columbia, and more than 40 foreign countries. Accordingly, it is not reasonably practical for 
Bank of America to perform definitive due diligence that spans the full panoply of departments, 
associates, principals, and related entities in preparing Bank of America’s response. However, to the best 
knowledge of the individual signing the RFP and without independent inquiry, Bank of America responds 
that neither Bank of America nor its primary principals are presently debarred, suspended, proposed for 
debarment or declared ineligible, or voluntarily excluded from covered transactions by any Federal 
department or agency. 


A.5, page 9, Contract 


Clarification: From the Bank’s perspective, the Bank is best able to fully meet Company’s requirements 
and objectives with respect to establishing a card program (or programs) when the parties enter into the 
Bank’s current form of Card Agreement, since the general terms and provisions therein, which are 
relevant to the banking services that Company has requested in the RFP,  have been carefully tailored and 
specifically drafted to contain those terms and provisions that the Bank is willing to agree to with respect 
to, for example: AML/Sanctions; EMEA provisions to ensure compliance with PSD2, GDPR, etc.; Software 
applications; proprietary/ confidential information and security; data protection; privacy, disclosures; 
OFAC, limitations of liability, etc.  The Bank’s form of Card Agreement captures (i) the risks that the Bank 
is willing to accept; (ii) what the Bank is able to operationally support; and (iii) the various laws, rules, 
guidelines, policies, and regulations that are unique to the banking industry, national credit card 
association rules, and Homeland Security requirements under which the Bank is required to operate; 
especially in this context, where the Bank is providing interest-free, unsecured, uncollateralized 
extensions of credit (along with the services related thereto) for no (or nominal) fee(s), and offering 
generous revenue sharing opportunities with Company. 


A.14, page 10, Invoicing  


Clarification: Amounts due the Bank are to be paid in accordance with the PAYMENT(S) provision(s) of the 
Bank’s Master Terms and Conditions set forth within the Bank’s applicable form of Card Agreement 


A.15.1 (prior A.19.1), page 11, Audits 


Clarification: The Bank will need to have prior notice of any requested audit or examination of records and 
said exam or audit will be confined to the records related to this Card program (Solicitation #SW0200) for 
the State of Oklahoma. 







A.16 (prior A.20), page 11, Non-Appropriation 


Clarification: The clause should be modified to capture the fact that the State, a State Entity or an 
Interlocal Entity shall make all payments (if any) due to the Bank for any legitimate trailing transactions 
which occur after the date of termination. 


A.17 (prior A.21), page 11, Choice of Law 


Clarification: Some aspects of the RFP may be covered by federal banking law and Delaware law for card 
association rules. 


A.18 and A.19 (prior A.23 and A.24), page 11, Termination 


Clarification: The Bank’s standard Master Terms and Conditions (as drafted within the Bank’s applicable 
form of Card Agreement) sets forth the circumstances under which the Bank is entitled to terminate the 
Contract/Agreement (i) upon notice (for convenience); and (ii) upon the occurrence of expressly 
identified specific events 


A.20. (prior A.25), page 11-12, Insurance  


Clarification: Bank of America reserves the right to obtain all insurance required under this contract 
through a program of self-insurance. 


a) Worker’s Compensation and Employer’s Liability Insurance in accordance with applicable law.  


Bank of America maintains Workers’ Compensation coverage in compliance with all statutory 
requirements. 


Bank of America maintains Employer’s Liability Coverage with limits of $1,000,000 per 
occurrence/$1,000,000 each accident or disease/$1,000,000 aggregate. 


b) Commercial General Liability Insurance on a per occurrence basis with limits of liability not less than 
$1,000,000 per occurrence and aggregate combined single limit, Personal Injury, Bodily Injury and Property 
Damage;  


Bank of America maintains Commercial General Liability coverage (including Bodily Injury & Property 
Damage, Personal & Advertising Injury, Products & Completed Operations, and Contractual Liability) with 
limits of $2,000,000 per occurrence/$2,000,000 aggregate.  


c) Automobile Liability Insurance with limits of liability of not less than $1,000,000 per occurrence 
combined single limit including bodily injury and property damage and with coverage, if applicable, for all 
owned vehicles, all non-owned vehicles, and all hired vehicles;  


Bank of America maintains Automobile Liability insurance with a limit of $2,000,000 per accident.     


d) Professional Errors and Omissions Insurance which shall include Consultant’s Computer Errors and 
Omissions Coverage with limits not less than $1,000,000 per claim and in the aggregate; and  


Bank of America maintains Professional Liability (Errors & Omissions) insurance on a claims-made basis 
providing coverage for loss or damage due to an act, error, omission, or negligence of Bank of America 
employees with a primary limit of $25,000,000.     


e) Additional coverage required by the State in writing in connection with a particular Acquisition.  


Any insurance required of Bank of America should be determined at contract execution. 







A.22, page 12, 2007 Act 


Clarification: In accordance with federal law and Bank of America’s job application process, employment 
with the Bank is contingent upon the successful completion of the I-9 verification process and E-
Verify.  Bank of America implemented the automated E-Verify process nationwide on May 15, 2009 for all 
domestic, external new hires and rehires.  In addition, the Bank utilizes E-Verify to determine the 
employment eligibility of associates performing direct, substantial work under federal contracts or 
subcontracts that contain the Federal Acquisition Regulation (FAR) E-Verify clause.  The Bank does not 
knowingly employ any individuals in the United States who are not legally authorized to work in the U.S. 


A.23 (prior A.27), page 12, Applicable Laws 


Clarification: From a general perspective, the Bank complies with all applicable state and federal laws and 
regulations for banking and card services.  However, as to local laws and ordinances, the Bank would 
request that the State inform us of any local laws, regulations or ordinances that the State believes are 
relevant to the card program. 


A.23.3, page 12, Inform and Provide Proof thereof 


Clarification: The Bank, through its employees, agents and subcontractors (if any), is contractually bound 
to perform its obligations under the Contract and Company has legal recourse against the Bank for any 
breach of said contractual obligations. 


A.28, page 13, Confidentiality 


Clarification: Bank of America has extensive and vigorous processes and procedures for how it deals with 
customers’ confidential information, as well as, Bank employee training regarding data privacy and 
confidentiality – processes and procedures which are designed to fully comply with, and in many respects 
to exceed, rigorous federal banking guidelines.  Any required forwarding shall be done within a 
commercially reasonable time (i.e., not “…immediately…”) 


A.31.2, page 14, Patents 


Clarification: The bank does not typically indemnify our clients nor require the client to indemnify the 
bank. We propose mutual non-indemnification for these items. 


A.32, page 14, Assignment 


Clarification: The Bank does not anticipate assigning, transferring or conveying any rights, obligations or 
interest under this contract.  However, both statutorily, as well as, for the good of the Bank’s clients 
(including the citizenry of Oklahoma), it has become sound and standard banking practice to allow some 
assignment of banking agreements.  As a federally chartered national banking association, any successor 
institution must by law assume the Bank’s rights and responsibilities.  This is not dependent upon a 
client's agreement.  Further, while the Bank would certainly discuss with Company any potential 
assignment of the contract to an affiliate – and would stipulate that any affiliate to which the contract is 
assigned would conform to the terms, conditions and requirements of the contract – would Company 
agree to the insertion of language along the lines of the following?  “This Agreement is not assignable by 
Bank, either in whole or in part, without the consent of Company in a formal written amendment. 
Notwithstanding the foregoing, assignment to a Bank affiliate will not be unreasonably withheld.” 







A.35, page 14, Enforcement Failure 


Clarification: The Bank is willing to agree to this paragraph so long as the provision is mutual. 


A.36, page 14, Conflict of Interest 


Clarification: Given the magnitude and size of Bank of America, it is unfeasible for the Bank to commit 
that, during the life of the contract, the Bank will not acquire or have an employee who has any interest, 
directly or indirectly, that might conflict with the State. However, the Bank takes reasonable steps to 
ensure that no such relationship will impact the quality or level of services and/or products offered under 
the contract. Employees of the Bank and its affiliates are subject  to a written Code of Ethics (which each 
employee, on an annual basis, is required to read and acknowledge in writing) that requires all employees 
to disclose any outside activities and relationships that may pose a conflict of interest with the Bank and 
its activities. 


A.38, page 15, Media Ownership 


Clarification: These provisions appear to be inapplicable to the Bank’s card program. 


A.44, page 15, Emerging Tech 


Clarification: What if the Bank is not using said technology….is the State able to unilaterally amend the 
Contract? 


A.45, page 16, Ownership 


Clarification: Bank of America’s manuals, user guides, software, etc. will remain the intellectual property 
of the Bank. 


A.46, page 16, Source Code 


Clarification: These provisions appear to be inapplicable to the Bank’s card program. 


A.47, page 16, Renegotiate 


Clarification: The Bank has no objection to contractual language whereby the parties have the ability to 
discuss whether they wish to renegotiate the Agreement upon mutually agreed upon terms. 


A.52, page 17, OMES-ISD 


Clarification: These provisions either appear to be inapplicable to the Bank’s card program. 


B.2 (prior B.17), page 18, Subcontractors 


Clarification: Subcontractors are typically not engaged for the sole purpose of completing the provisions 
of this agreement.  Bank of America uses strategic vendors that provide services for all of the Bank’s card 
clients for the many types of programs across the United States.  By entering into a card agreement with 
Company, the Bank is assuming responsibility for providing the covered services, regardless of any agents, 
employees or subcontractors (vendors) which the Bank may employ in providing the services. In the 
performance of card services it is the Bank's general practice to retain employees, agents or 
subcontractors to service any or all of its clients in general rather than to service a particular client. 
Because the Bank has many thousands of clients it is not practical for the Bank to require one or more 
client's approval of general subcontractor (vendor) agreements. Bank of America cannot agree to limit 







the Bank to not subcontract out work, or require the consent of a client, which, in the future, the Bank 
may deem to be in the best interest of the Bank. 


B.3 (prior B.20), page 18, Warrants 


Clarification: These provisions appear to be inapplicable to the Bank’s card program. 


B.4, page 18-19, Admin Fee 


Clarification: The bank understands that the contract administration fee for this program is included in 
the rebates paid to the state along with the 5% contract administration fee for political subdivision 
participation to be paid either by the bank or from the political subdivision's rebate. 


B.5, page 19, Web Site 


Clarification: These provisions do not appear to be applicable to the Bank’s card program. 


B.6, page 19, Authorized Users 


Clarification: The bank will require the participating parties to agree to a Linking Authorization Agreement 
and language whereby the other party (looking to be linked to the Contract) must be credit approved (by 
the bank) to implement a card program of its own. The bank must retain the sole right to make a credit 
approval decision for participation or termination from participation. 


B.8, page 19, Off the Shelf 


Clarification: This provision does not appear to be applicable to the Bank’s card program.   


 


 








 


 


 


 


 


 


 


 


 


 


 


 


THE POWER OF CONNECTIONS 


Pre-Award Proposal  
Solicitation # SW0200  


January 2020 







 


 


 


 


Dear Lisa,  


It’s been our pleasure to participate in The Performance Information Procurement Systems (PIPS) response 
process for the State of Oklahoma Purchasing Card (P-Card). Bank of America has the distinction of being the 
State’s current P-Card provider and we’ve done so successfully for the last ten years.  


By continuing to work together, the State will benefit from an even more efficient and streamlined agency 
implementation process. In addition to working closely with David and myself, the State will be assigned a 
designated Implementation Manager, Jonathan Jerome, who is familiar with the customizations of your program. 
We share more about this enhanced implementation in our Milestone Schedule.  


Our aim is to ensure that the State’s Program Administrators and cardholders are getting everything they need, 
wherever and whenever they need it. To that end, we look forward to bringing you “value-added” solutions like: 
Virtual Payables, Virtual Travel and enhancements to our self-service portal, Global Card Access.  


As it relates to risk, our deep understanding of the needs of the State and our open line of communication make 
us uniquely positioned to mitigate any risk factors and provide resolutions quickly.  


In today’s ever-changing economic landscape, you need a banking partner that understands who you are and what 
you need today, tomorrow and well into the future – Bank of America is that partner.  


Thank you for your thoughtful review of our pre-award proposal and we look forward to our upcoming 
presentation to the State.  


 


Sincerely, 


 


Terry Endres 


Senior Client Manager 


Bank of America 


314 466 6774 


Terry.m.endres@bofa.com 
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Scope of Services  
Statement of Work 
We look forward to continuing our collaboration with the State in providing you with our Purchasing Card 
program supported by the Works® platform, both of which we describe below. In our effort to keep the State at 
the forefront of treasury excellence, we are pleased to present additional solutions and value opportunities that 
will bring the State increased efficiencies, cost savings and help further improve productivity.  


Some of which include: Virtual Payables, Virtual Travel, “Benefits on Us”, 3rd Party Partnerships, Global Card Access 
enhancements, Transaction auditing, as well as training and knowledge sharing.  


You are seeking a partner that can provide a trusted card payment solution that focuses on streamlining 
processes that lead to cost reduction and optimized working capital, along with customer satisfaction for your 
employees – that’s where we come in. 


Purchasing Power 
The State will continue to enjoy the benefits of our Visa®-branded Purchasing Card program. Our card programs 
are accepted by more than 57 million merchants in more than 200 countries worldwide; far surpassing that of any 
other provider. For the last five consecutive years, we’ve been ranked as number one for Purchasing Card and 
Virtual Payables by the Nilson Report, Rankings of Visa and Mastercard® Issuers, with the most recent in 2019.  


Our Purchasing Card program will continue to help the State significantly reduce purchasing, reconciliation and 
accounts payable processing expenses. The State can consolidate your cardholders’ combined monthly purchases 
into one single deferred payment to the bank and receive an electronic file of transaction data sufficient to 
automatically allocate and interface into your PeopleSoft system.  


To help manage spending policies, Purchasing Cards offer extensive cardholder restriction and control options, 
including: 


• Authorization limits by employee (dollar maximums per transaction, by day, week or business cycle) 
• Restrictions on number of transactions per day, amount of transactions per day and maximum single 


transaction amount 
• Restrictions on merchant or supplier by Merchant Category Code (MCC) 
• Cash advance blocking or restriction 
• Management of available funds in real-time 
• Chip & PIN functionality 
• Mobile wallet functionality 


In addition, the State can establish unique authorizations for each cardholder at the individual, departmental or 
global level. 
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Purchase transactions are allocated to the State’s general ledger, allowing for re-allocation, as necessary. In 
addition, reconciled transactions are exported to a file for quick import into PeopleSoft which eliminates errors 
and dramatically reduces cycle-end reconciliation efforts. 


The State’s designated program administrators will work hand-in-hand with our card support staff as a key 
communicator and the day-to-day manager of the card program. The program administrators will have the 
authority to manage all aspects of the State’s card program through the internet, including: 


• Setting up and maintaining card accounts 
• Issuing cards 
• Changing cardholder spending limits 
• Maintaining and generating management reports 
• Identifying new areas where the card can be used to fully realize the benefits of your program throughout 


your organization by continuing to consolidate your vendor base, achieving considerable cost reductions 


Program structure 


Billing – Central billing consolidates all charges incurred by your cardholders into a single billing statement that is 
sent directly to the State. 


Payment – To provide maximum flexibility, we support and prefer electronic bill payments. This includes ACH, 
Wire Transfer and Electronic Data Interchange (EDI). 


Billing statement delivery options – An electronic billing statement serves as the legal invoice from Bank of 
America. For convenience, you may also receive electronic reporting files that contain electronic cardholder 
transactions. These electronic files include statement billing file (a proprietary text file), EDI 811, as well as various 
transaction output files from our online reporting system. 


Liability – Under Corporate Liability coverage, the State is responsible for settlement of all charges; aggregate 
cardholder charges will be billed to your organization directly. You will assume liability and payment responsibility 
for expenses charged to your cardholder accounts. For qualified Political Subdivision participants, these entities 
will be liable for their own charges through the linking authorization agreement they execute with the bank.  


Credit limits – To manage the cardholders, you will establish credit limits for your individual cardholders based on 
their specific usage and anticipated needs. Bank of America will consult with your program administrator to 
determine the appropriate credit limits and, if applicable, additional controls desired for your card program. 


Flexible authorization controls – To help maintain spending goals our Card solution offers extensive cardholder 
authorization control options that include: 


• Dollar maximums per day, week, month or billing cycle 
• Restrictions on number of transactions per day, week, month or billing cycle 
• Single transaction limits 
• Merchant category blocking 


Additionally, the State can establish unique authorizations for each cardholder at an individual or organizational 
level. 
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The Works Platform  
The State will continue to have the convenience of using our simple-to-use, web-based card management and 
reporting application – all of your card programs in one place. The State is able to improve control and spending 
visibility when you seamlessly integrate credit cards into your procurement and accounts payable processes.  


Efficient Card Management 
Purchase Request process 
The Purchase Request feature within Works allows for preapprovals on Card transactions. Works is configured to 
map approval to each agency or entity hierarchy and spending authority. When a purchase requires multiple 
approvals based on hierarchy and/or spending authority, the system automatically routes the purchase request 
for approval and upon final required approval, the spending authority (funds) are instantly added to the 
requester’s card. 


When a transaction is processed against a request, an agency or entity can require a cardholder to reconcile the 
transaction. Upon reconciliation, when the amount of the transaction is less than the request, the remaining 
spending authority available on the card is removed. This limits exposure to the agency or local entity. 


Using Works, the State can blend cardholder privileges, provide a set amount of discretionary funds (generally 
available on the card) and request funds (only available post-approval). 


The Works application offers the State a streamlined process that allows cardholders to request spending 
authority be added to their cards based upon the appropriate approvals. With Active Card Control® your desired 
sets of controls are mapped in the application through a configurable hierarchy of access for maximum efficiency. 


To maximize program effectiveness, Works is configurable to mandate that all or selected transactions be 
reviewed by the cardholder’s manager or designee after the transaction has occurred. Post-purchase review 
makes sure that the cardholder’s purchases are within agency or entity policy guidelines. 


Declining Balance Cards issuance 
Using the card administration tools within Works, cards can be issued with declining balance functionality. This is 
ideal for managing set budgets on projects and special expense types (such as infrequent users, special projects). 


Merchant Category Code (MCC) restrictions 
Within Works, the State can easily set and adjust MCC privileges real time. You can restrict use based on groups 
of MCCs and/or prompt notification emails for spend at a specific merchant type. Users may also require audit of 
all transactions under specific MCC codes. For example, the State is able to review all MCC purchases for 
entertainment category merchants, hotel and car rental.  


An audit log is created and available for review anytime. This provides increased flexibility in card use but does 
not eliminate your ability to control spending. 


The State can add granularity with Preferred Vendor Tables, which set up card processing that restricts purchases 
according to Vendor. Diversion Accounting allows cardholders to make larger purchases on specific MCCs without 
exhausting their credit limit. 







 


Bank of America | Confidential Scope of Services | 4 


Transaction Limits 
Within the application, the State can easily set and adjust transaction limits for cards and groups of cards. 
Transaction limits can be set by: 


 Maximum number of transactions per day 
 Maximum amount of the transaction 
 Maximum amount of spend per day 


Flexible and customizable reporting 
Reports generated within the application are available 24/7, at no cost, and are easy to use and access. 
Transactions are updated nightly, so all data up until the current day’s transactions are available for reporting. 


Configurable (Ad-hoc) reports 
Through the configurable reports feature available within Works, users can create new templates at any time by 
selecting from more than 650 fields of data to determine the content and layout of reports. To meet the State’s 
needs, scores of new filters can be used to narrow the results in a report — nearly every field can be filtered for 
true ad hoc reporting. 


Works – Configurable Report options 


Report Categories Card 
Purchase Request 


Audit 
Spend 


Filter Examples Defined Groups 
Employees 
Card numbers 


Card profiles 
Card status categories 
Card statement periods 


Data Fields  
include but are not limited to 
 


Allocation 
Cardholder 
Card 
Transaction 


Card decline 
Card profile 
Card Renewal Date 
Cardholder spend limits 


 
Some report templates are predefined and available to use or customize. Report templates can be created, stored 
and scheduled for future use. In addition, administrators can share report templates with other system users.  


Report formats 
Reports can be viewed online, printed or downloaded as Adobe PDF files, Microsoft® Excel® files, or text files 
(with a variety of delimiters to choose from) that can be exported into standard reporting packages or commonly 
used applications like Microsoft Access. Additional methods of accessing your report data include scheduled 
automatic retrieval using HTTPS Web Services, or delivery of your report data to a secure bank mailbox that can 
be configured for additional retrieval options. 


Scheduled reports 
Scheduled reporting is available to generate configurable reports immediately, at a specific time in the future, or 
recurring based on options selected by the user (daily, weekly, monthly, every billing cycle or quarterly). 


Report templates can be created and stored for individual or company use and users can pre-set or modify the 
expiration date of a completed report. 
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Access 
Cardholders, program administrators, accountants and others are given roles that dictate which reports are 
available to them (these privileges can be reviewed and updated throughout the term of the contract) and 
populates reports with data that is within their scope. 


Users can enter the Works application and select Reporting on their home page and select the reports they want 
to view.  


Transaction Level Data, including Level I, II and III Data Capture 
A significant benefit of Works is its optional online transaction-logging feature that allows cardholders to log 
detailed transaction information for purchases as they are made, including invoice-level line item details. The 
online log supports the pre-allocation of transactions and enables cardholders to allocate a purchase down to a 
line-item level. Discounts and shipping information can also be broken out to reflect accurate transaction 
information. Logged items are automatically matched and reconciled to settled transactions as they are posted. 
Accountholders need only review non-matched exception transactions, which eliminates much of the work 
associated with typical purchasing card reconciliation processes. 


Matched transactions also contain the allocation and transaction details entered into the log. This powerful tool 
enables the State to receive the desired level of transaction and accounting detail for purchasing card 
transactions without having to rely on the suppliers’ point of sale capabilities. When a merchant passes Level I, II 
or III data, it is available for review within the Works application. 


Another notable feature is Customer Reference Identifier (CRI) to General Ledger (GL) mapping that allows the 
State to map incoming CRI value sets that have been inputted by vendors, with specific GL codes for automated 
reconciliation. 


Data Storage 
Data is stored for access within the application for a period of three years, after which time it is archived for an 
additional three years. The bank will retain the State’s card transaction data for a period of three years after the 
termination of this contract. The bank’s records are generally maintained for a rolling seven (7) years from the 
date of the transaction.  


Works technology 
The State’s users only need internet access and a web browser to access Works. Although Works does not block 
access from any internet browser, the application is tested and verified against the following supported browsers 
such as Internet Explorer, Mozilla Firefox, Safari or Google Chrome. Users achieve the best results when using one 
of the recommended modern browsers (Internet Explorer 10.0 or the most recent version of Mozilla Firefox). 


Works maintains secure connections with Bank of America’s processor to enact changes on your behalf.  


To perform card-related operations securely, the application maintains appropriately controlled connectivity on 
three fronts: 


1. Connection between the application and the credit card processor for near-real-time card control 
2. A nightly transaction file feed coming from the processor that contains information about posted 


transactions and new cards 
3. Card request mechanism 
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The Works application has a Secure Proxy in place to provide the appropriate level of control to these 
connections. The Secure Proxy is placed between the Works application and these connections to provide a 
protection and control mechanism for the card issuer and the Works application. 


The Secure Proxy is connected to the Works application by a set of authenticated application interfaces and to the 
client machine at the processor by an encrypted Virtual Private Network or leased line. Nightly, encrypted 
transaction file feeds are fed back into Works through the Secure Proxy, which references card accounts to the 
application with opaque identifiers. Card issuance requests currently go through the issuing bank for validation. 


 


Virtual Payables 
As the State looks for check payment alternatives, we stand prepared with products that are simple to 
implement, cost-effective and require minimal IT support. Virtual Payables is an efficient card program that allows 
you to eliminate bank fees and processing costs. 


An electronic payment product targeting disbursement and accounts payable spend, Virtual Payables leverages 
our card network and innovative technology to combine streamlined card account integration with your existing 
Enterprise Resource Planning (ERP) and payables processes. With hassle-free, standard options and no need for 
physical plastic distribution, Virtual Payables is easy to implement. 


When you begin using the service, the card accounts have zero dollars in available funds until a request is 
received from the State to initiate a payment to the vendor. The vendor receives a notification with remittance 
information to process the transaction, decreasing the probability for fraud. 


By partnering with Visa and using our Virtual Payables technology, the State can benefit from a service that 
automatically matches a list of your vendors to a database of companies that accept Visa. This match service 
provides information on the vendors that accept card for accounts payable or purchasing card payments, making 
it efficient and easy to identify which check payments can be converted to electronic card payments. 


Additionally, we lead the enrollment effort to contact vendors that you want to pay through card and provide 
onboarding support through the life of the program. The State will continue to build strong supplier relationships 
that enable mutual success by having this ability to offer fast, reliable invoice and payment options. 


How Virtual Payables works 


Simply give us your vendor payment information — we do the rest. The State provides vendor payment 
information for a match process. To target the appropriate suppliers, this exercise searches for known vendors 
that currently accept card payments and those who have transacted using our Virtual Payables program.  


Additionally, we identify vendors capable of accepting straight-through processing. Based on this match, the State 
identifies paper payments to convert to card. 


Upon receipt of your vendor payment information: 


1. Targeted vendors are contacted by our enrollment team to request their participation in receiving your 
future payments by a card versus a check. 


2. The vendors that accept a card payment are assigned a unique card account number. You change their 
payment type to “card” or “other” within your ERP or A/P system. 


3. The State receives and reviews invoices from your vendors and approves them for payment (this does not 
require any change to your current process). You then transmit a payment file to the bank with invoice 
payment information for all vendors to be paid by card. 
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4. Upon receipt, the available funds on the appropriate vendor accounts are increased to match the invoice 
amount, and vendors receive remittance information with the authorization to process their charge. 
Vendors set up for straight-through processing have the exact payment amount pushed to their merchant 
account. Once processed appropriately, each account’s available funds return to zero. When processed 
per the instructions in the remittance advice, automatic reconciliation occurs and a confirmation file is 
available to download and integrate into the State’s ERP or A/P system. 


5. You also have the ability to set exact authorization controls so that the vendor is restricted to processing 
the full payment amount, not multiple or partial payments. 


6. The card accounts can cycle weekly, biweekly or on a monthly basis. The payment due date is selected 
according to the cycle that is chosen. Bank of America debits the State’s demand deposit account to 
settle transactions on the due date. 


7. After implementation, we continue to provide vendor matching and onboarding services through the life 
of the program. (For Visa programs only, future supplier enablement campaigns may target for straight-
through processing enrollment specifically. This is helpful when there are repeat partial payment 
reconciliation issues with a particular supplier, and, as a way to extend card spend to additional suppliers 
that desire a streamlined payment automation.) 


Improve visibility with flexible and customizable reporting 


Reports generated within the application are available 24/7, at no cost, and are easy to use and access. 
Transactions are updated nightly, so all data up until the current day’s transactions are available for reporting. 


Through the configurable reports feature available within Works, users can create new templates at any time by 
selecting from more than 650 fields of data to determine the content and layout of reports. To meet the State’s 
needs, scores of new filters can be used to narrow the results in a report — nearly every field can be filtered for 
true ad hoc reporting. 


Some report templates are predefined and available to use or customize. Report templates can be created, stored 
and scheduled for future use. Additionally, administrators can share report templates with other system users.  


Purchase Control  


As an added feature to our Virtual Payables program, we offer a virtual account number solution. This solution 
will give the State the ability to request virtual accounts that are randomly-generated, unique account numbers 
associated with a specific payment. Every transaction can be assigned specific authorization controls 
(supplier/supplier category, transaction amount, # of uses, date/date range) and gives you complete transaction 
visibility. Additionally, each virtual account is mapped by Purchase Control to make the reconciliation process 
quick and easy.  


Application Programming Interface (API) technology 


APIs are leading a paradigm shift in how banks interact with corporations and clients. We have, and continue to, 
develop a range of APIs that not only improve internal efficiencies within our platforms, but also create 
efficiencies for our clients. APIs presently improve real-time payment disbursements through Virtual Payables and 
Virtual Travel, and enhance reporting, balance checks and data retrieval. 
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Supplier acceptance and retention   


As a value-added feature to Virtual Payables, we’ve entered partnerships to help facilitate straight-through 
processing to automate card payments and reporting – payment network solutions that help to address card 
acceptance concerns but can affect standard rebate qualification for these transactions. Here’s how it works: 


Supplier A/R Process: 


• Payment network automates card payment process  
• Provides buyer’s reconciliation detail/files and deposits funds into supplier’s account 


Buyer Payment Reconciliation: 


• Payment network processes the card payment in full 
• Automation reduces partial payment and credit process concerns 


Supplier fees 


• Payment network facilitates the payment with Straight Through Processing (STP) 
• Reduces interchange for supplier 


 


Virtual Travel  
This is the latest evolution in centralized travel payments technology. Integrating custom virtual accounts 
numbers for each transaction with your Travel Management Company, helps expand spending controls and 
improve data capture. With increased data linked to a virtual account (cost center, supplier, business unit, etc.) 
Virtual Travel allows the State to centralize payment for air and rail tickets, hotels and ground transportation 
services.  


We automatically bundle your pre-defined reconciliation and allocation data with the transaction and associated 
virtual account number. This ultimately saves time, improves spending control and reduces reconciliation issues.  


With Virtual Travel, you can: 


• Expand central travel bookings from air to hotel, low-cost airlines, rail and car hire, with enhanced data 
for all 


• Streamline the travel booking experience 
• Save time reconciling travel bookings 
• Increase control over where and how employees travel 
• Consolidate reporting in multiple languages, across multiple currencies and countries 
• Manage travel for both employees and non-employees 


 







 


Bank of America | Confidential Scope of Services | 9 


Flexible program controls – To help maintain spending goals, the Virtual Travel offers extensive cardholder 
authorization control options that include: 


• Velocity controls (specific dollar range, up-to dollar limit, exact dollar limit, time range, tolerance 
thresholds) 


• Supplier controls (Merchant Category Code controls by ranges, merchant country, merchant state) 
• Time controls (day of the week, time of day) 


Program features 
 Integrates easily with popular online booking tools and more than 400 Travel Management Companies 


(TMCs). 
 Conferma WEBPAY allows program administrators to generate virtual account numbers on demand for 


lost or stranded travelers, one-time vendors or non-employee travel.  
 Conferma Pay mobile app is an end-to-end travel payment option that integrates with your Online 


Booking Tool and TMC. The app allows travelers to see their virtual card image or resend third-party hotel 
authorization within the Conferma Pay app. 


Reconciliation 
Conferma SNAP Tool – A reporting tool to assist the State with reconciliation. The reconciliation file can be set up 
to mirror the billing period for direct comparison or set up to report daily, weekly or monthly.  
Billing statements – Bank of America can send statements electronically in XML format or they may be 
downloaded from Global Card Access. 


Central billing and payment 
Payments are supported via direct debit, Electronic Funds Transfer (EFT)/ACH/Wire, Check or payment at a local 
Bank of America branch. 


Settlement options/grace periods 
 Central billing – The following grace periods are determined based on the billing frequency: 


– Weekly – Three or seven days (requires auto-debit) 
– Biweekly – Up to 14 days 
– Monthly – Up to 25 days 


 


Global Card Access  
While the State has been using the Global Card Access dashboard, there are enhancements we’d like to share. 
This mobile-friendly site offers increased functionality to the State’s cardholders: 


 Cardholder Account Dashboard – View important account details such as credit limit, current balance, 
available credit and recent card activity. 


 Online PIN Check – Cardholders are able to view their PIN or change their PIN from any mobile device.  
 Alerts – Receive alerts through SMS text message, email or phone call to help protect your card from 


fraudulent activity.  
 Lock and unlock – this feature enables cardholders to lock their card if it’s ever lost and then unlock it 


once it’s found as to avoid their card being compromised. 
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Getting a clear audit picture  
We appreciate how important it is for the State to have a transparent insights to ensure card program controls 
are working properly. Currently the State has access to a Visa-hosted, web-based tool that can monitor the State’s 
Visa Purchasing card and provide a clear card monitoring program for the State’s audit operations. This Visa tool 
can receive daily file uploads directly from Bank of America, so no need for users to upload files or host files on 
their systems.  


Transactions load into the tool daily and can be queried against rules, statistical samples, or using Visa’s 
proprietary scoring process at any time. Users have access to 27 months of data online and can query by date 
range or billing cycle. 


There are standard rules and reports that address common policy issues in purchase travel and fleet card 
programs such as the list below. Users can create more specific rules to address changes in policy areas of focus 
over time. 


 Weekend purchases 
 Split purchases 
 Cash with no other associated travel 
 Premium travel tickets 
 Holiday transactions 
 Single cardholder with a single vendor 


Restaurants and bars over $100 


The State has access to an automated workflow that allows users to execute their role in the internal review 
process with speed and minimal time commitment. The system tracks all actions, sends email notices to the 
appropriate users required to take the next action, and provides status reporting on all cases created.  


Additionally, the program uses a proprietary scoring process that identifies transactions that may be unusual for a 
card program allowing the user to determine whether they want to further investigate those transactions and 
receive validation on them. Transactions are scored with a range of five to 99. Reviewing high scoring transactions 
will help program administrators quickly view anomalous transactions. 


Users can create rules that will look at common cardholder profiles. For large organizations such as the State, 
creating rule profiles at the cardholder level while possible would require extensive manual effort on the part of 
the user. However, there are transaction filters that allow for quick identification of transactions related to 
specific cardholders. 


Users benefit from an automated workflow process that will email them when they have an action to take. 
Transaction determinations are available through a report and a dashboard. The system does not email a 
cardholder regarding the determination of whether the transaction was determined to be valid or not. All 
responses are tracked and all actions related to a case are documented. 


All reports provided in the system can be downloaded to Excel, CSV and other formats. Search capabilities exist to 
identify users. There is however, no record of whether a user downloads a set of transactions or not. Case 
creation is tracked and documented. 
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Program administrator functions can be assigned to anyone at the State’s choosing. The program administrator 
role allows for creation of rules that can be shared as well as other controls. Access is based on the card hierarchy 
received by the processor file. Users cannot change the hierarchy within the system. Hierarchy changes made at 
the processor will flow through and be reflected in the tool. 


Moreover, the system contains online help that includes training modules for each module of the tool. Users 
experiencing system problems can report the issue to the bank that will convey the information to Visa. Visa will 
also provide an initial user training session to the State. Training beyond initial set up is available with a separate 
pricing structure.  


We will continue to collaborate with the State on additional tools to support card transaction auditing. These 
might include custom reports from the Bank, or alternative transaction auditing solutions. Potential cost for new 
solutions will be negotiated as available. 


 


Benefits on Us  
This complimentary program gives the State and your cardholders access to a variety of offers. First among the 
program features is “Museums on Us”, which provides Bank of America cardholders eligibility for one free general 
admission at more than 200 museums and cultural institutions across the U.S.  


Within Oklahoma, cardholders can enjoy admission to: Oklahoma City Museum of Art, National Cowboy & 
Western Heritage Museum, Woolaroc Museum and Wildlife Preserve in Bartlesville and in Tulsa, Gilcrease 
Museum and the Philbrook Museum of Art are on the participant list.  


State cardholders simply visit a participating location on the first full weekend of every month and present a 
photo ID and their active Bank of America Purchasing Card.  


Preferred dining  


In addition to the museum program, we offer access to a preferred dining program that enables the State to 
capture dining spend and earn rebates as your cardholders enjoy incentives and discounts. We are partnered with 
Dinova, which has a list of more than 18,000 partner restaurants and growing. There’s a place for every price 
point and occasion. Cardholders use the web and mobile search tool to find a participating location, pay using 
their Bank of America Purchasing card and then earn points for in-network dining redeemable for gift cards.  


We will assist the State with enrollment and promotion to your cardholders, you then earn a rebate for dining at 
in-network restaurants, receive a detailed report from Dinova and collect an annual rebate based on the total 
spend.  
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Training & Knowledge sharing  
We are pleased to continue providing the State with ongoing, customized training, access to webinars and card 
forums.  


Furthermore, Bank of America sponsors a client conference, which occurs approximately every 18 months. It 
promotes educational opportunities through the use of breakout sessions, roundtable discussions and general 
sessions that are designed to inform clients about new and ongoing developments in the commercial card 
industry. A trademark of our conference is that many of these sessions are led by subject-matter experts that are 
often invited to the conference by clients themselves. In addition, the conference offers entry-level and advanced 
training sessions on our card-technologies. We also use the conference as an opportunity to update attendees on 
our latest product features/enhancements through the product showcase. 


One of the most valuable components of the annual conference is the chance for your associates to network with 
card program administration professionals from other organizations. There are countless opportunities for clients 
to learn what peers are doing to address similar purchasing, travel and entertainment, and eProcurement issues, 
concerns or needs. Following the conference, we find that many clients often use these new peer contacts to 
benchmark their current programs and seek new ideas that can add value to their current programs. 


 


Dedicated, trusted team  
Here is a list of the State’s dedicated team, which includes the addition of an Implementation Manager – we 
provide more details about the role in our Milestone Schedule.  


 


The Bank of America Team 


Terry Endres Client Manager  314 446 6774 terry.m.endre@bofa.com 


David Randolph Card Account Manager 480 624 0565 david.a.randolph@bofa.com 


Jimmy Newman  Card Account Specialist 1 888 715 1000 jimmy.newman@bofa.com 


Jonathan Jerome Implementation 
Manager 


312 992 0381 Jonathan.p.jerome@bofa.com 


 


C.4. Expected Outcomes  
In order to clearly identify the expected outcomes that will be provided in this proposal or clarifications on 
the capabilities from the bank, we have included each of the 34 items listed from the RFP here with our ‘yes’ 
or ‘no’ responses for each. We envision this document along with our previously submitted agreements and 
clarifications to provide the basis for negotiating a successful contract with the State once again.  
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1) C.4.1. Robust reporting system 


Yes, the State will continue to enjoy the efficiencies and convenience of our web-based platform, Works® 
as described above.  


 


2) C.4.2. Ability to see user information and card information on one tab 


Yes. With Works, the State’s program administrators will be able to see their cardholder and user 
information by accessing one tab within the application.  


 


3) C.4.3. Real time for all changes and information 


Yes. Works allows your program administrator(s) to make changes in real time in order to manage the 
day-to-day card program tasks including: 


• Credit limit 
• Available funds 
• Single transaction limit 
• Merchant Category Code blocking 


 
4) C.4.4. Increased rebate 


Yes. With our new proposal, the State will see a substantial increase in the rebates paid on your 
program’s card volume.  


 


5) C.4.5. One Stop Customer Service: pin, reset password, accurate balance, why card was declined, etc.  


Yes. Through Works, your cardholders can gain access to their account information online via the web, 
24/7. The Works home page offers your cardholders access to their available funds, available credit, 
credit limit, Merchant Category Code restrictions, transaction activity, memo statements and more.  


The cardholder may request password assistance using the Forgot Password link on the home page or by 
contacting the State’s program administrator, who may also engage the Card Digital Services (help desk) 
team for assistance as needed. 


Global Card Access 


Global Card Access (GCA) will become Bank of America’s portal for Card applications. State cardholders 
have the ability to view and change their PIN, lock/unlock their card, view statements, set alerts, and will 
eventually access Works – thus allowing for true ‘one stop’ customer service. 


Establish alerts to improve visibility and prevent fraudulent transactions  
Additionally, the State and your cardholders can receive real-time account activity notifications via mobile 
devices. The notification is set up and managed online through a user-friendly website. The following 
alerts are available to cardholders: 


• Suspicious activity – Proactive notification of activity outside your normal purchasing pattern. 
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• Transaction activity – Includes cash withdrawals, declined transactions, transaction exceeding 
specified dollar amounts and transactions made via the phone or mail. 


• Account activity – Includes a request for a new card, personal information updated, payment due and 
payment received. 


Company-level or program administrator alerts can include: 
• Credit and account balance – Can include amount of credit available, percentage of credit available 


and specific balance amount information. 
• Payments – Includes payment amount, missed payment and that a payment is due in a specified 


amount of days. 
 


6) C.4.6. Easy way to get electronic statements  


Yes. The State’s program administrators can set up statement reports to be delivered electronically to 
your cardholders through Works. Or online statements are also available through our Global Card Access 
application for cardholder and administrator access.  


 


7) C.4.7. Totals at bottom of columns, especially dollar columns 


Not in the application at this time, but Works allows for exporting of transaction data. Once exported, 
totals can be calculated. 


 


8) C.4.8. Multiple levels of review and approval for transactions 


Yes. Works workflow capabilities provide multiple review and approval levels within the application for 
electronic routing, approvals and processing from the cardholder to managers/approvers to accounting. . 


 


9) C.4.9. User friendly software 


Yes. Works is an easy-to-use, web based application. 


  


10) C.4.10. Comment section associated with user viewable only by P-Card admins 


No. Works does not currently have a comments section for P-Card admins. 


 


11) C.4.11. Upload receipts 


Yes. Receipts imaging allows users to upload and store receipts for purchase- and travel-related 
transactions, route receipts efficiently for approval and manage expenses using one platform. Images can 
be attached to a purchase transaction or expense report for reconciliation. This functionality enhances 
our market-leading Works® application. 


The workflow for storing receipts with expense reports is as follows.  
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To upload receipts  
Once enrolled in the program, the cardholder logs into Works. The cardholder selects the transaction, 
reimbursement request or expense folder that corresponds to a receipt image: 


• The accountholder clicks on the Single Action Menu (SAM) and selects Manage Receipts.  
• The user clicks Add, selects the receipt image to be uploaded and clicks OK.  
• To fax receipts:   
• The enrolled (receipts imaging) cardholder logs into Works.  
• The cardholder requests a bar-coded cover sheet to be printed from his expense folder.  
• The cardholder places receipts behind the bar-coded cover sheet and faxes the pages to the bank.  
• Works sends a “confirmation of image availability” email to the cardholder. Retrieving uploaded 


and/or faxed receipts  


To view image(s), the cardholder/manager logs into Works:   
• The cardholder/manager selects a transaction, expense report to view attached receipts. The user 


clicks on the name of the image in order to view the image. The user can then print and save PDF 
images to his computer. 
 


12) C.4.12. Description of purchase required 


Yes. The State can configure Works to require transaction comments, description, and receipts.  


 


13) C.4.13. Level 3 detail 


Yes. The amount of data passed with a transaction from a merchant varies based on the merchant’s Point 
of Sale capabilities. When a merchant passes Level II or III data, you are able to review it within the Works 
application. 


 


14) C.4.14. All data fields available on all reports 


Not all, but Works reporting capabilities include over 650 reportable data fields on the State’s program 
transactions, users and hierarchy information. Works also includes reporting on Level II and III data 
through its reporting capabilities. Report templates can be customized to add category related reportable 
fields as desired.  


 


15) C.4.15. App for software 


An app is not available at this time. But, as a web-based application, users may access Works using mobile 
devices — as long as the mobile device has supported browser and internet access. Cardholders can log 
in to Works to view statements, inquire about limits and investigate transactions. At this time, there is not 
an app for Works.  
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16) C.4.16. System will not allow a transaction to be split between funding sources or expense codes 
unless the total of the split equals the total of the purchase 


Yes, the parameters for saving transaction allocations including split transactions can be configured to 
only save and sign off on a transaction if 100% of the transaction amount is allocated.  


 


17) C.4.17. E-payable Platform – effective and efficient 


Yes, the State can easily move the non-payroll, accounts payable-based payments that you currently pay 
by check to a card program. More importantly, you do not need to change your existing workflow, as 
Virtual Payables integrates with your existing accounts payable processes and is also managed through 
the Works platform. 


By implementing this service, you can: 


• Reduce check processing costs and fees 
• Increase float 
• Improve working capital management 
• Qualify to earn rebates above and beyond your traditional purchasing card program 
• Reduce your exposure to check fraud 
 


18) C.4.18. Different color cards for declining balance cards, travel only cards and One card 


No. At this time, the State’s card plastics are the same for all purchase cardholders. The requirement for 
different plastics is that they would need to be segregated by different billing accounts and grouped 
accordingly. We are open to discussing this need and how it could be accomplished efficiently and 
economically. Cost for multiple plastic designs may need to be negotiated.  


 


19) C.4.19. Level 2 & 3 data detail 


Yes, as noted above, Works includes reporting on Level II and III data through its reporting capabilities as 
long as the data is transmitted via the vendor. Online reports have drill down capabilities displaying all of 
the Level II and Level III details. 


 


20) C.4.20. Ability to capture and view vendor TIN 


Yes, we can configure programs to have vendor TIN detail flow into Works. As long as the vendor passes 
this information, we will make it available to you. 


 


21) C.4.21. At least 10 fields to enter accounting and transaction information 


Yes, Works provides ten data field for use by the State in configuring your account coding and allocations 
for the card transactions. 
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22) C.4.22. Ability for Entity to maintain data in valid value tables and/or upload new tables 


Yes, the State can provide valid combination tables for Works to validate and allow only valid account 
code combinations for allocation purposes. These files can be updated as often as the State needs to and 
can be integrated to load into Works via automated file transmission.  


 


23) C.4.23. Ability for system to validate segment data against valid value table data 


Yes, please see above response for more details.  


 


24) C.4.24. Provisions for scoped administrator roles 


Yes, there are nine roles in Works. The State’s global program administrator can assign an administrator 
to a particular group/agency within the organizational hierarchy, limiting that administrator’s scope of 
management to the assigned group and its subgroups. This is referred to as a scoped administrator. 
Scoped administrators are especially useful in large, decentralized organizations, when multiple people 
are tasked with administering a portion of the organization.  


 


25) C.4.25. Provisions for scoped purchase requests 


No. Currently Works cannot accommodate scoped purchase request. 


 


26) C.4.26. Ability to split code transactions 


Yes, cardholders have the ability to add details, divide transactions (such as hotel bills) for improved 
expense reporting and split expenditures between General Ledgers (as authorized). 


 


27) C.4.27. Must be PCI compliant with proof 


Yes. Network architecture and security specifics cannot be discussed in detail, but these are implemented 
in accordance with Bank of America policies and standards and meet the requirements for Payment Card 
Industry (PCI) compliance. We perform security audits in the form of Works SSAE18 and Payment Card 
Industry (PCI) Audit reports. We’re happy to make those reports available to the State upon request. 


 


28) C.4.28. Online disputes can be set to OFF 


Yes, the State will continue to have the option to disable online dispute entry via Works. 


 


29) C.4.29. Create/modify own reports 


Yes, Works reporting capabilities provide for the customization of all reports to add or delete any of the 
650+ reportable fields within the application. Our Works Technical Help Desk is available to assist your 
program administrators in creating the desired reports.  
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30) C.4.30. Mail all cards in scope to central location, even overnighted cards – no exceptions 


The instructions provided for the State’s card accounts and agency programs have specific details to mail 
all cards to the State’s designated central location. We will continue to make every effort to enforce this 
process. 


 


31) C.4.31. Unlock cards that have entered bad PIN at POS if possible  


Yes. If a cardholder locks their PIN due to several invalid attempts, they can contact our cardholder 
servicing team. After verifying information, their PIN can be reset. 


If a cardholder is having difficulty with their PIN, we suggest they log into Global Card Access and view 
their PIN even changing it if need be. This action should be taken after, perhaps, two invalid attempts. 


 


32) C.4.32. Allow all invoices/receipts attached in reconciliation system to be printed with the cardholder 
statement 


No. At this time documents/receipts attached within Works will not print with the cardholder statement. 


 


33) C.4.33. Awarded vendor must have a local presence in the state’s major cities 


Yes. Bank of America has been proudly serving the State of Oklahoma for more than 120 years. 
Throughout the state, we have 24 financial centers, 61 ATMs and 425 employees locally.  


Within the Oklahoma City region alone, we have 12 financial centers, 32 ATMs and 200 local employees.  


 


34) C.4.34. Rebate review every 2 years 


Yes, as part of the contract terms, we understand that this contract will be renewed by mutual agreement 
each year. We also will continue to provide annual program review meetings to the State after each 
annual rebate period and can review and discuss the rebate rates at these meetings.  
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Milestone Schedule  
One of the benefits of selecting Bank of America as your card provider again is that your card program will not 
require an implementation conversion. We will operate under the premise that all programs are already 
implemented and we are ready to proceed with any additional services or process changes that you would like to 
have implemented.  


Streamlined Implementation 
Under this new contract, Bank of America commits to the State that we will work in tandem with you to create a 
more efficient and streamlined agency implementation process. This will entail assigning an Implementation 
Manager for the State to work on all of the State’s implementation set ups and implementation maintenance 
projects. This means you will always have an implementation manager who is familiar with the customizations 
and unique requirements of the State’s program. Additionally, a State agency specific implementation workbook 
will be created.  


See below for steps in the streamlined process. 


• State completes Implementation Workbook  
• State sends completed workbook to Implementation Manager and Card Account Manager 
• Implementation Manager reviews, confirms details with State, and begins work. 
• Implementation Manager contacts State with agency set up details 
• State confirms setup completion 
• Implementation Manager closes project. 


After we receive the worksheet from the State, we anticipate agency setup within a week and a half. 


Virtual Travel Implementation 
Overall, the implementation effort for our integrated Virtual Travel solution will be easy for the State.  


The steps to implementation include: 


• State partners with a TMC (Travel Management Company) partnered with Conferma 
• State notifies Bank of America of desire implement 
• Bank assigns Implementation Manager to hold project kickoff call to confirm project and billing account 


details with State. This includes details regarding the State’s travel needs. 
• During this call we encourage the State’s TMC to participate 
• Bank, Conferma, and TMC work on Virtual Travel setup 
• Bank and Conferma conduct training to State on the Conferma Webpay tool 
• Weekly calls are held by Bank to keep State and TMC informed of project status 


Most Virtual Travel programs are implemented within 30 days. Of note, if the TMC is not currently a partner with 
Conferma, they can be set up within 21 days. This is included as part of the 30 day setup time. 
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Risk Management Plan  
Risk factor – Misuse of fraud is committed by a State employee.  


Solution: 
1. We work closely with the State Audit teams to provide reports and data mining processes and 


applications to help them scan and find card policy violations and take corrective action.  
2. The state is protected with employee misuse insurance coverage up to $100,000 per account. 
 


Risk Factor – Incidents of fraud on a cardholder’s account. 


Solution: 


1. The cardholder, program administrator or account specialist are contacted immediately and the 
attempted transaction also may be temporarily blocked for positive verification.  


2. We’ve been ranked number one in fraud protection for the last 10 consecutive years in a card issuer’s 
safety study conducted by a leading research firm for financial services. 


3. The State is not liable for any charges resulting from fraud.  
4. We have a unit dedicated to fraud prevention, who proactively monitors cardholder activity.  
5. We provide provisional credit for fraud charges when internal efforts fail to keep the fraud attempts 


transparent.  
6. We issue Chip and PIN cards and the cardholder must call to activate card.  
7. We emboss fraud control features on our cards and include an algorithm on the magnetic stripe. 


Additionally cardholders can include their cards within a mobile wallet.  
8. Such transactions are more secure as card details are encrypted and not subject to data breaches.  
9. Constantly scan the dark web and other sources for potentially compromised card accounts and 


proactively reissue these cards in order to prevent any fraudulent activity.  
 


Risk Factor – A breach in security of our online reporting tool. 
 
Solution: 


1. The State would be notified immediately by your Card Account Manager and/or another member of your 
client team.  


2. Our online reporting tool and account maintenance application uses a host of security measures, which 
include HTTPS secure protocol, digital certificates, the requirement of a unique user ID and password for 
each program participant. 
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Risk Factor – A breach in cardholder data confidentiality at one of our data centers.  
 
Solution: 


1. The State’s Card Account Manager and/or another member of your client team would alert the State 
immediately.  


2. We have both online and physical security measures to keep cardholder data confidential 
3. Independent auditors and security specialists test the physical security of these buildings throughout the 


year.  
4. Contracted vendors are required to be independently audited annually and details of the actual locations 


and/or security measures are confidential. 
 


Risk Factor – Disaster to one of the production centers that house your account data. 
 
Solution: 


1. The State would be immediately notified by your Card Account Manager.  
2. The disaster recovery site in a different geographic location will be used.  
3. A backup electrical power system for the primary data center and the disaster recovery data center in a 


different geographic location include an uninterruptible power supply module, batteries and a turbo-
charged diesel generator.  


4. We have installed environmental controls to protect both data centers.  
5. While our internal service level standards specify 24 to 48 hours for disaster recovery, annual tests 


indicate it takes approximately one hour from the start of the disaster recovery process to bring the 
disaster recovery site to full recovery capability. 


 
Risk Factor – Cardholder loses their card.  
 
Solution: 


1. Through a mobile-friendly dashboard, cardholders have the ability to immediately lock his/her card when 
they discover it’s been lost and then unlock the card once it’s been found, so they may use it again right 
away.  


2. If the card is not found, we offer standard and/or expedited delivery of replacement cards to your 
cardholders.  


3. Replacement cards are issued within one business day via First Class U.S. Mail.  
4. The state has zero liability for any unauthorized card transactions.  


 
Risk Factor – Delays in implementation.  
 
Solution: 


1. Our implementation manager will work closely with the State’s team and ensure that we’re reaching each 
project milestone.  


2. We’ll provide the State a “Weekly Risk Report” throughout the implementation process. 
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State of Oklahoma 
Office of Management and Enterprise Services 


 


STATE OF OKLAHOMA STATEWIDE CONTRACT WITH BANK OF AMERICA, 
N.A. 


 
This State of Oklahoma Statewide Contract is entered into between the state of Oklahoma by and through 
the Office of Management and Enterprise Services and Bank of America, N.,A.  (“Supplier”) and is 
effective as of the date of last signature.     
 


Purpose 
 
The State is awarding the Contract to Supplier for the provision of the State Purchase Card Program, 
SW0200, as more particularly described in certain Contract Documents. This Contract Document 
memorializes the agreement of the parties with respect to negotiated terms of the Contract that is being 
awarded to Supplier.  
 
Now, therefore, in consideration of the foregoing and the mutual promises set forth herein, the receipt and 
sufficiency of which are hereby acknowledged the parties agree as follows: 
 
1. The parties agree that Supplier has not yet begun performance of work under the Contract.  Upon 


full execution of the Contract, Supplier may begin work.   Issuance of a purchase order is 
required prior to payment to a Supplier. 


2. The following Contract Documents are attached hereto and incorporated herein: 
 


2.1. Contract General Terms and Contract Special Provisions; 
2.2. Bank of America Term Clarifications; 
2.3. Bank of America Pre-Award Proposal; 
2.4. Bank of America Corporate Card Service Agreement, 06182020;  
2.5. Incentive Schedules, Attachments A-1, A-2, and A-3  
2.6. General Product Fees and Charges. 
2.7. Participant Account Form, Exhibit 1 


 
 


Attachments referenced in this section are attached hereto and incorporated herein. 
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3. Any reference to a Contract Document refers to such Contract Document as it may have been
amended.  If and to the extent any provision is in multiple documents and addresses the same or
substantially the same subject matter but does not create an actual conflict, the more recent
provision is deemed to supersede earlier versions.


STATE OF OKLAHOMA 
by and through the  
OFFICE OF MANAGEMENT AND 
ENTERPRISE SERVICES 


By: _______________________________ 


Name: Dan Sivard 


Title: Oklahoma State Purchasing Director 


Date: _______________________________ 


Bank of America, N.A. 


By: _______________________________ 


Name: ________________________________    


Title: ________________________________ 


Date: _______________________________ July 28, 2020





		By: 

		By_2: 

		Name: Terry Endres

		Title: Sr. Vice President

		Date: 

		Date_2: July 28, 2020
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I. General Product Fees and Charges 
 
To Bank of America, National Association, (“Bank of America”) Card Agreement 
 


General Fees    


Annual Card Fee Waived 
Logo Fee: (single, standard colors only) Waived 
Unique Custom Design Fee (Custom Card and Logo designs are subject to review 
and approval based on product capabilities, customization may not be supported for 
all programs.) 


As quoted 


Return Payment Fee Waived 
International Transaction Fee 1% of USD amount 


Expedited Card Delivery Fee 
 U.S. Mail/Bulk Mail (Default)=No Fee 
 Overnight=$35.00 
 2-day=$20.00 


Executive Cards  Fee Waived (maximum of 10 Cards) 
Premium Rewards (Corporate Card only) Not applicable 
Overlimit Fee Waived 


Corporate Billed Fees  


Late Fee (assessed 3 days after cycle date when account is past due) 
(Assessed as a % of the past due amount for the current month’s charges and 
any unpaid balances )   


2% of total due (minimum $35; No maximum) 


Cash Advance Fee 2.5% of transaction amt ($5 min/no max) 


Individual Billed Fees  


Late Fee (assessed 3 days after due date when account is past due)       $35.00 per occurrence  


Cash Advance Fee     2.5% of transaction amt ($5 min/no max) 
 


If you make a Transaction in currency other than U.S. dollars, Visa or Mastercard will convert the charge or credit into a U.S. dollar amount.  The conversion rate on 
the processing date may differ from the rate on the date of your Transaction. 
The exchange rate used by Visa will either be (i) a rate selected by Visa from a range of rates available in wholesale currency markets for the applicable central 
processing date, which rate may differ from the rate Visa receives, or (ii) the government-mandated rate in effect for the central processing date.  Mastercard will use 
an exchange rate of either (i) a wholesale market rate or (ii) a government-mandated rate. We may add a 1% fee to the U.S. dollar amount of any Transaction that is 
made in foreign currency or that is made outside the United States even if you pay in U.S. dollars (the “International Transaction Fee”).   


II. Electronic Products Schedule of fees and Charges  
 


Reporting and Data  
Works Fee Waived 
Global Reporting and Account Manager (GRAM) Fee Waived 


Payment Center  Fee Waived 
Data File Feeds To Customers / Third Parties: 


• Statement Billing File 
• EDI 811 
• Travel Agency File 
• Visa Commercial Format (VCF) 
• MC Commercial Data Format (CDF) 
• 1099 & Socioeconomic Reporting 


Fee Waived   
 
 


Custom Requests  


Custom Development and/or Maintenance Fee Waived  


 
END OF SCHEDULES I AND II 
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III. U.S. Schedule of Rebates  
 
REBATE DEFINITIONS 
Capitalized terms, which are not defined in this Section III have the meanings ascribed in the applicable Card Agreement. 


“Calculation Period” means, initially, the twelve (12) month period commencing on July 1, 2020, and thereafter, each subsequent twelve (12) 
month period. 
 
“Credit Losses” means any balances which remain unpaid by Company, Participant or a Cardholder six (6) billing periods after the closing date 
on the Billing Statement in which the Transactions, fees and charges appeared for the reporting period. 
 
“Cycle Days” means the number of days from the start of the billing period to the Billing Statement date. 
 
“Grace Days” means the number of days after the Billing Statement closing date within which payment is due. 
 
“Large Ticket Transactions” means certain Transactions in the Transaction Volume which, based upon the type of merchant and/or transaction 
dollar amount, are subject to a Visa or Mastercard large ticket interchange program, as determined by and amended by Visa and Mastercard 
from time to time.  
 
“Partner Program Transactions” means certain Transactions in the Transaction Volume which, based upon the merchant and/or transaction 
dollar amount, are subject to a Visa or Mastercard partner program, as determined by and amended by Visa and Mastercard from time to 
time. 
 
“Rebate Multiplier” means the multiplier corresponding to the Standard Transactions volume, Cycle Days and Grace Days as set forth in the 
Standard Transactions Rebate Multiplier Table below. 
 
“Standard Transactions” means the Transaction Volume not meeting the criteria for Large Ticket Transactions and/or Partner Program 
Transactions. 
 
“Total Credit Losses” means, for any Calculation Period, the sum of (i) Bank of America’s Credit Losses on the Card Accounts for the Calculation 
Period and (ii) Bank of America’s Credit Losses on the Card Accounts for any previous Calculation Period which have not been applied against 
any rebate payable under the Agreement. 
 
“Transaction Volume” means, for any Calculation Period, the total dollar amount of purchase Transactions made with the U.S. Cards during 
the Calculation Period, less the total dollar amount of: returned purchases, credit adjustments, Transactions resulting from Unauthorized Use, 
and disputed charges. Cash advances and Convenience Checks are not included in Transaction Volume. 


 
REBATE CONDITIONS 
During the Calculation Period, the program must meet all of the following conditions in order to qualify for a rebate: 


i. Company and Participant pay Bank of America the total amount of the new balance shown as due on each Billing Statement on or before 
the Payment Due Date; and 


ii. Company and Participant complied with the terms in this Agreement; and 
iii. Calculation Period Transaction Volume meets the minimum volume requirement as set out in the Standard Transactions Rebate 


Multiplier Table; and 
iv. The Agreement has not been terminated by either party prior to the completion of a rebate calculation period. 
v. The four conditions above, together being the “Rebate Conditions”. 


 
REBATE CALCULATION AND PAYMENT 
In the event that all of the above Rebate Conditions are met with respect to the Calculation Period, Bank of America will pay a rebate to 
Company, which shall be calculated at the end of the Calculation Period in accordance with the Rebate Multiplier Tables and using the following 
equation: 
 


(Transaction Volume for Standard Transactions x Standard Transactions Rebate Multiplier) + ((Transaction Volume for Large 
Ticket + Transaction Volume for Partner Programs) x Large Ticket and Partner Program Rebate Multiplier) – Total Credit Losses 


 
The Standard Transactions Rebate Multiplier will be determined based on the Calculation Period cumulative total of all Standard Transactions 
volume, including Standard Transactions volume from Premium Rewards participants, however, Standard Transactions volume that is applied to 
Premium Rewards points will not be included in the rebate payout calculation.  This paragraph is applicable for products with Premium Rewards 
only. 
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Payment of any rebate will be made by ACH credit or other means determined by Bank of America, within ninety (90) days following the end of the 
Calculation Period.  No rebate will be paid to any Participant. 
 
Should one or more of the above Rebate Conditions not be met, Bank of America will be under no obligation to pay any rebate, although Bank of 
America may, in its sole discretion, determine to pay a rebate in an amount determined by Bank of America.  Bank of America’s payment of a 
rebate in such circumstance will in no way obligate Bank of America to pay a rebate with respect to any subsequent Calculation Period 
 
Attachments A-1; A-2 and A-3 are included herein and contain the rebate multiplier tables, rate grids, and volume tiers that apply to the Card 
Agreement. 


Each year, as an additional service to the State, we will separately distribute a contract administration fee, based on a designated percentage of the 
total rebate earned on the State Agency program at the end of each Calculation Period.  The State will provide the amount of the designated 
percentage which will be applicable for all State Agencies (the “Designated Percentage”) no later than June 15th each year.  For clarity purposes, we 
will reduce the total State Agency rebate by the Designated Percentage and hold back that amount for the separate contract administration fee to 
be paid with the contract administration fee below.   
 
Additionally, we will pay a contract administration fee of 5% of the total rebates earned for each of the Other Eligible Users.  This 5% is in addition 
to the rebates earned by each of the Other Eligible Users and will be combined with the contract administration fee applicable to the State Agency 
rebates and paid in a lump sum annually to the State. 
 
Nothing in these schedules is intended to state a term for the Agreement.  For the avoidance of doubt, any period of time set forth in the Schedules 
applies solely to pricing terms, but only to the extent the Agreement has not been terminated as set forth in the Agreement. 
 
Notwithstanding anything to the contrary in the Agreement or any of its Schedules all fees, charges and rebates are subject to change upon 60 
days’ prior written notice to you if in connection with us providing this card program, or any Services to you: 


i. An event external to us increases the cost or decreases the revenue to us; 
ii. There is any decrease to the interchange rates paid to us by a card network; or  


iii. There is an increase to funding costs due to interest rate changes;   
iv. There is any deterioration in your financial condition 


 
END OF US SCHEDULE III 
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Bank of America Corporate Card Service Agreement 


This Bank of America Corporate Card Service Agreement (the “Agreement”) is made by and between Bank of America, N.A., a Bank of America 
company, (“Bank”), and the State of Oklahoma (“the State”) and shall be effective as of July 31, 2020 (“Effective Date”).   


The terms “we”, “us” and “our” refer to Bank of America.  The terms “you” and “your” refer to a Client. 


With our Corporate Card Services you are allowed to open Card Accounts for your business purposes.  You may select one or more of the following 
card programs:  purchasing card program, travel and entertainment card program, accounts payable card program or fleet card program, and the 
ancillary services set out in Section 18 of this Agreement (each a “Service”, collectively, the “Services”).  You may begin using a Service once we 
have approved such use and we have received all required and properly executed forms and you have successfully completed any testing or 
training requirements.  Whenever you use a Service, you agree to be bound by this Agreement, as amended from time to time, and to follow the 
procedures in the applicable Materials.    


1. DEFINITIONS 


AML/Sanctions Laws.  All applicable laws relating to client identification, the prevention of money-laundering, terrorism, the use of proceeds of 
crime, economic or political sanctions, including Sanctions, and any other similar matter.  


Applications. Proprietary Software and/or Materials accessed through our digital platforms or through any of our third party vendor sites; and any 
related services used to provide the Services, including (i) the Global Reporting Management System ("GRAM") hosted by MasterCard, (ii) a pin 
platform run by us, (iii) a payment center for US cardholders run by Total Systems, (iv) the Works System, and (v) any other third party vendor we 
may use from time to time.  


Authorized User.  Any person or entity, including any Cardholder, with your actual, implied or apparent authorization to use the Services and/or 
Applications.  


Billing Statement.  The official invoice provided to the Client, and/or Cardholder which identifies each Transaction posted during the billing cycle, the 
date of each Transaction and the applicable fees and charges, payment amount due and Payment Due Date.    


Business Day.  Each day on which we are open for business related to the Services.  


Card.  Each plastic card which we issue for your Card Account using a Service.  


Card Account.  Each MasterCard® or Visa® account which we issue to you or to a Cardholder with respect to a Service, including a Cardless Account. 


Cardholder.  Your employee or any other person who you designate in writing and who we approve to receive a Card.  If you or a Cardholder makes 
a Card Account number, Convenience Check, or a number associated with a Cardless Account available to another party, that person will also be 
considered a Cardholder.  


Cardholder Account.  A sub-account of your Card Account, which is set up by us for each Cardholder (at your request) for reporting and/or billing 
purposes.   


Cardless Account.  An Account for which we assign only an account number, but no Card is issued. 


Cash Advance.  Use of a Card Account through a Card or Convenience Check to obtain cash from a participating financial institution, merchant or 
automated teller machine.  “Cash” for these purposes includes currency, and any other, items readily convertible into cash, such as money orders, 
travelers checks, foreign currency, lottery tickets, casino chips and race-track wagers, regardless of whether you allow Cardholders to purchase 
such items.  


Client.  The State, a Participant, or an Other Eligible User. 


Client Proprietary Information or CPI. All the data of a Client stored on our database systems related to the Services that constitute Confidential 
Information, including Personal Data.  


Confidential Information. All information concerning or relating to a party or any of its affiliates, employees, agents or representatives, including: 
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i. a party’s business practices and strategies or information concerning business practices or strategies, including any documents prepared 
by a party or any of its employees, agents or representatives (including lawyers, accountants and financial advisors); and  


ii. any other information which is manifestly confidential by virtue of its nature or description or which a party expressly designates as 
being confidential.   


Convenience Check.  A check which we may provide to you, upon your request, to draw on a Card Account.  


Data Protection Laws.  Collectively, all U.S. national and state laws and regulations, the EU Data Protection Directive (Directive 95/46/EC), the EU 
General Data Protection Regulation (Regulation 2016/679), and the United Kingdom Data Protection Act 1998, and all other applicable laws 
regarding the collection, use, storage, transfer and processing of data, including Personal Data, relating to individuals (or, where applicable, legal 
persons).  The term Data Protection Laws includes any laws, regulations or decrees promulgated by a financial regulator governing the use and/or 
disclosure of customer data, including bank secrecy obligations.  


Data Protection Authority.  The competent authority for regulating the processing of Personal Data in a relevant jurisdiction.  


De-identification or De-identified.  Removing, obscuring, masking, or obfuscating enough Personal Data from a record to ensure that the remaining 
information does not directly or indirectly identify an individual.   


E-Commerce Laws.  All applicable laws for or on the regulation of commerce and business via electronic means.  
  
Employee Misuse.  Use of a Card Account, Convenience Check or Card where: (i) the person or entity using the Card Account, Convenience Check 
or Card is your employee or agent; (ii) that person or entity has actual, implied or apparent authority to use the Card Account, Convenience Check 
or Card; and (iii) that use does not benefit you directly or indirectly.  
  
Extended Workforce.  Any of our subcontractors or vendors with access to CPI.  
  
Financial Services Industry Best Practices.  The standards, policies and practices generally used in the corporate card issuing business by banks of 
comparable size and scope to us, including appropriate mitigating controls.   
  
Fraud.  Misuse or theft of card information by individuals that are not your employees or agents that involves, but is not limited to, account 
takeover, counterfeit cards, lost/stolen cards, fraudulent card not present Transactions, skimming, database hacking, franchise software hacking, or 
phishing  
  
Grace Days.  The number of days after the Billing Statement closing date within which payment is due.  


Guarantor.   A person or entity, other than you or a Participant or Other Eligible User that agrees to assume responsibility for the obligations of this 
Agreement, including payment of any amounts owed.  


Information Processing System(s).    The individual and collective electronic, mechanical, and software components of our and our Extended 
Workforce's operations that store, access, process or protect data related to the Services.  
  
Information Security Event. Any situation where there is unauthorized access, acquisition, unauthorized use or disclosure of unencrypted CPI or 
encrypted electronic CPI and the relevant confidential process(es) or key(s), that is capable of compromising the security, confidentiality or integrity 
of the CPI maintained by us and, with respect to Personal Data, that we have  determined creates a substantial risk of identity theft or fraud against 
an individual.   
  
Information Security Policy.  Our written information security policy, which may be amended from time to time by us in our discretion.    
  
License. A non-transferable, nonexclusive, worldwide, revocable, limited license to access and use the Applications and any related services, in a 
manner intended for authorized use, and to the extent authorized by us.  


Linking Authorization.  A form, to be completed by an Other Eligible User and approved for use by the Bank, whereby said Other Eligible User will be 
provided with a copy of the State’s Card Agreement, and will acknowledge and agree to adhere to the term and conditions of the Card Agreement. 


Materials.  The Software, user identification codes, passwords, codes, keys, test keys, security devices, authenticators, personal identification 
numbers, embedded algorithms, digital signatures and certificates, other similar devices and information, User Documentation and any 
documentation we provide to you in connection with the Services.  
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Notifiable Event.   Any actual or suspected loss or theft of a Card, Convenience Check or Card Account or any actual or suspected Unauthorized Use 
or Fraud.   


Other Eligible User(s) (“OEU”).  Any unit of local government including, but not limited to, any school district, city, county, municipality, higher 
education, or political sub-division. 


Participant(s).   Oklahoma State departments, boards, committees, commissions, agencies, and institutions which the State designates in writing on 
a Participant Account Form and which Bank approves, for the Bank to issue a Card Account with its own account number.  A Participant Account 
Form, upon completion by the State and approval by the Bank, will be made a part of this Agreement..  


Payment Due Date. The payment due date shown on the Billing Statement which date shall be the last day of the Grace Days or such other agreed 
between us in writing.    


PCI-DSS.   The Payment Card Industry - Data Security Standard as amended from time to time and any successor standard adopted by the payment 
card industry establishing security standards for payment cards.  


Personal Data.   Means (i) any “non-public personal information” as such term is defined under Title V of the U.S. Gramm-Leach-Bliley Act, 15 U.S.C. 
§ 6801 et seq. and the rules and regulations issued thereunder; (ii) any "personal data" as defined in EU Directive 95/46/EC, EU Regulation 
2016/679, the United Kingdom Data Protection Act 1998  or any equivalent or similar concept of personal data or personal information under any 
applicable law; or (iii) any other information that can specifically identify an individual, such as name, address and social security number (“SSN”), 
together, in each case, with any other information that relates to an individual who has been so identified.  
  
Program Administrator.  One or more individuals designated by you, as our primary contact for the Card Accounts, who is authorized to take 
actions necessary or appropriate to maintain the Card Accounts, including without limitation designating persons to receive Card Accounts, 
receiving communications from us related to the Card Accounts, requesting the closure of Card Accounts and otherwise communicating with us 
with respect to the Card Accounts.   


Program Data. Any Software, Materials, data, technical assistance, training and related technical data, and any media in which any of the foregoing 
is contained.  


Sanctions. Any sanctions administered or enforced by the United States Government (including the U.S. Department of the Treasury’s Office of 
Foreign Assets Control (“OFAC”)) the United Nations Security Council, the European Union, Her Majesty’s Treasury, or any other relevant sanctions 
authority.  


Software.  Web-based applications accessed via a Website and/or the programs and data files provided by us for use on a computer in connection 
with the Services.  


Subsidiary.  Any entity in which more than 50% of the ownership interest is owned or controlled, directly or indirectly, by you.  The term "Subsidiary" 
does not include affiliates or other entities in which 50% or less of the ownership interest is owned, directly or indirectly, by you.  


Transaction.  The purchase or reservation of goods or services or a Cash Advance made or facilitated by use of a Convenience Check or Card Account.  


Unauthorized Use.  Use of a Card Account, Card or Convenience Check by a person or entity (i) who is not your Cardholder, employee or agent, (ii) 
who does not  have actual, implied or apparent authority to use the Card Account, Convenience Check or Card and (iii) whose use does not  
benefit you directly or indirectly.    


User Documentation.  Any written information we provide you, including information in electronic format, as amended from time to time, which 
contains detailed instructions regarding the use of a Service.  Current User Documentation is available upon your request.  


Website.  Any internet website and/or online access channel for use in accessing the Services.  


Workforce.  Our employees with access to CPI.  


  


2. OUR OBLIGATIONS  
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2.1 Card Accounts. We will open Card Accounts upon your request which Cardholders may use to conduct Transactions for your business.  All 
Transactions made on a Card Account are considered authorized by you unless we receive and have had a reasonable period of time to act upon 
written notice from you that the Cardholder is no longer authorized to use the Card, Convenience Checks or the Card Account.   


Upon your request, we may also provide Convenience Checks with respect to your Card Accounts.  At your request, we may also establish a Cardless 
Account.  If you so request, we will provide to the Cardholder, at the address you or the Cardholder specifies, a Billing Statement reflecting the 
Cardholder’s use of the relevant Card Account.  We may deny authorization of any Transaction if we suspect fraudulent activity or Unauthorized Use 
or for any other reason.  Notwithstanding anything to the contrary in the “Limitations of Liability” section of this Agreement, we will not be liable for 
any failure to authorize a Transaction.  


2.2 Qualifications. We are responsible only for performing the Services expressly provided for in this Agreement.  We may contract with an outside 
vendor in performing the Services, however we will remain responsible for their performance of any services under this Agreement.   


2.3 Compliance with law.  We will provide the Services in a manner which is materially compliant with all laws to which we may be subject (including 
all AML/Sanctions Laws and Data Protection Laws). We represent and warrant to you on and as of each day on which we provide a Service to you 
that our performance of our obligations does not materially violate any law applicable to us or facilitate illegal Transactions in the United States.  


2.4 OFAC.  We will implement reasonable systemic protocols to decline attempted Transactions that would violate Sanctions, or that would result in 
a violation by any person (including any person participating in the Transaction, whether as advisor, investor or otherwise) of Sanctions.  We will 
monitor activity on your  Card Accounts for activity that may be expected to lend, contribute, or otherwise fund any activities of a business or person 
in countries subject to Sanctions and may review such activity with you as may be necessary.  


2.5 External Fraud.  We will assume the financial liability for Fraud, including Unauthorized Use, subject to Sections 9.2 and 11.3 if you, or a Cardholder 
has not authorized or participated in the specific Transaction and you give us notice as soon as practicable but not later than 60 days after you receive 
the Billing Statement on which the Transaction occurs or the Business Day after discovery of the Fraud, whichever is earlier.    


2.6 Internal Fraud.  We are not responsible for internal fraud or collusion, including Employee Misuse.  However, we offer misuse insurance which 
may to help you with recovery from card networks.  


3. YOUR OBLIGATIONS   


 
3.1 Use of accounts. You shall use, and shall ensure each Cardholder uses, each Card Account solely for your business purposes in accordance with 
the terms of the relevant Service.  You agree to have at least 10 Cards or reusable Cardless Account numbers issued to you at any given time.  
  
3.2 Management of the Services.  You must actively manage, monitor and review your program activity, Billing Statements, Transactions and Services.  
You agree to use commercially reasonable fraud prevention control tools as provided by us.  
  
3.3 Obligation to pay. Except for Unauthorized Use that has been properly reported to us (when such report is necessary), you shall pay for each 
Transaction, regardless of its purpose or whether the Cardholder signed a sales draft or received a receipt. In addition, you shall pay our fees and 
charges as set forth in the schedule of charges currently in effect for you, which are set forth in U.S. Schedules I, II, and III which are a part of this 
Agreement. 


3.4 Status of Cardholders. You represent and warrant to us that each Cardholder is a current employee or agent of the Client.  Each Cardholder will 
be acting as your agent in connection with the receipt of the Services by you. If a Cardholder ceases to be your employee or agent, or otherwise 
becomes ineligible to use a Card, you must immediately deactivate the Card Account and destroy the Card allocated to that Cardholder as soon as 
practicable.  


3.5 Your ability to perform your obligations.  You will promptly furnish such financial and other information as we request for the purpose of 
reviewing your ability to perform your obligations to us.  You represent and warrant to us that, on the date of the Agreement and on each day that 
you use the Services or provide any information, all such information about your employees, agents and your organization is, to the best of your 
knowledge, true, accurate and complete.     


3.6 Verification of details.  You must check, and must ensure that each Cardholder checks, to ensure that the information embossed on each new 
Card or printed on each Convenience Check is correct, and you will contact us immediately if there is an error.  


3.7 Change in Program Administrator. You acknowledge that the Program Administrator(s) is authorized to manage all changes to your Cardholder 
Accounts.   You assume and accept all responsibility for the actions, authorized or unauthorized, of your Program Administrator.  You must give us 
prompt written notice upon any Program Administrator being added, replaced or removed.   
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3.8 Security of your data.  You are responsible for protecting and maintaining the security and confidentiality of your data and the data of your 
Cardholders (including any and all user IDs, passwords and card personal identification numbers (PINs) issued in connection with a Service), for 
ensuring that it is adequately backed-up and that no person makes such data available to any other person or for any unauthorized purpose.  We are 
not responsible for your loss of your data or the data of your Cardholders that is not maintained on our or our vendors’ systems.  


3.9 Compliance with law.  You must comply, and you must ensure that your Cardholders and all Transactions comply, with all laws to which you, that 
Cardholder or that Transaction may be subject, including all AML/Sanctions Laws and Data Protection Laws.  You must do all things and provide all 
information which we may request from you to allow us to comply with our obligations under any AML/Sanctions Laws, including (if necessary) 
providing us with any information required to establish and verify the identity and background of any Cardholder. You represent and warrant to us 
on and as of each day on which we provide a Service to you that your performance of your obligations do not and will not violate any law applicable 
to you or facilitate illegal transactions, including those prohibited by the Unlawful Internet Gambling Enforcement Act, 31 U.S.C. Section 5361 et seq.  


3.10 OFAC Covenant.  You covenant that you will not use or permit any Cardholder to use, any Card, Cardless Account, Cash Advance or Convenience 
Check to transact, lend, contribute, or otherwise make available funds to any Subsidiary, joint venture partner or other individual or entity (“Person”), 
to fund any activities of or business with any Person, in Cuba, Iran, North Korea, Sudan, Syria, or in any country or territory, that, at the time of such 
funding, is the subject of any Sanctions, or in any other manner that will result in a violation by any Person (including any Person participating in the 
transaction, whether as advisor, investor or otherwise) of Sanctions.  


3.11 Binding on Participants.  Except in respect of the Cross-Border Program, where only the Cross-Border entity is bound, each Participant , if any, 
agrees and acknowledges that the due execution of the Agreement by the State or OEU is for and on behalf of said Participant, and that by the 
Participant’s use of the Services, the Participant agrees to be bound by all provisions of the Agreement, including this Master Agreement, and 
authorizes the State or OEU to take any and all actions on the Participant’s behalf in respect of the Agreement, including entering into this Master 
Agreement on the Participant’s behalf. 
 
3.12 Approvals.  In addition to any approvals you are required to obtain pursuant to Section 21.3, you must obtain any governmental or regulatory 
mandated approvals necessary for you to use the Services, including any labor relations related approvals.    
 
3.13.       Security over Real Property.  Unless we agree with you in writing, we will not take real property as collateral for amounts you owe us.  
  
4. CREDIT LIMITS  


 


4.1 Credit limit.  For each Service, we will establish one total credit limit for all your Card Accounts issued to the State or OEU and all Participants.    
The Client shall determine an individual credit limit for each Cardholder Account which is part of any of your Card Accounts issued to the Client.  The 
individual credit limits for each Cardholder Account, when aggregated, may exceed the total credit limit for all Card Accounts issued to the Client. 
However, this will not increase the total credit limit.   Upon your request and if approved by us, we may increase the total credit limit or any individual 
limit. We may, without prior notice, decrease the total credit limit or any individual limit in our reasonable discretion.  In the event of a decrease, by 
us, in the total credit limit or any individual limit, we agree to provide you with notice of said decrease as soon as reasonably practicable. 


We also may, at our discretion, delay in crediting payments received from you against your credit limit if you have only made a partial payment of 
amounts due or if your payment has not cleared.    


4.2 Transactions exceeding the credit limit.  You agree not to incur obligations which would cause the total credit limit for all your Card Accounts 
to be exceeded.  We may make available online tools and standard reporting for you to monitor cardholder activity.  If you do exceed the total 
credit limit for all of your Card Accounts, we may refuse any Transactions on all of your Card Accounts. We also may require the entire balance 
owing on your most recent Billing Statement to be immediately due and payable before we allow for further use of your Card Accounts.  If an 
individual Card limit is exceeded, we may (i) refuse any Transactions as applicable on that Cardholder Account that is individually billed,  until a 
payment is made to reduce the balance below the individual Cardholder’s credit limit or, for centrally billed Cardholders, until you increase that 
Cardholder’s credit limit or wait until the next billing cycle for the account credit limit to refresh; and/or (ii) charge you a fee as set out in the 
schedule of charges currently in effect for you.   


5. TRANSACTIONS IN OTHER CURRENCIES  


 


5.1 Currency conversion.  If you make a Transaction in currency other than U.S. dollars, Visa or MasterCard will convert the charge or credit into a 
U.S. dollar amount. The conversion rate on the processing date may differ from the rate on the date of your Transaction. The exchange rate used by 
Visa will either be (i) a rate selected by Visa from a range of rates available in wholesale currency markets for the applicable central processing date, 
which rate may differ from the rate Visa receives, or (ii) the government-mandated rate in effect for the central processing date. MasterCard will use 
an exchange rate of either (i) a wholesale market rate or (ii) a government-mandated rate.   
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5.2 International Transaction Fee. We may add a fee to the U.S. dollar amount of any Transaction that is made in a foreign currency (the “International 
Transaction Fee”). The International Transaction Fee is set forth in the schedule of charges currently in effect for you and will be rounded up to the 
nearest penny, cent or centime (as applicable).    


6. DISPUTES WITH MERCHANTS AND SUPPLIERS  


 


6.1 Disputes with merchants and suppliers.  We will have no liability for goods or services purchased using a Service, or for a merchant’s or supplier’s 
failure to honor purchases made with, or for a merchant’s or supplier’s failure to deliver goods or services purchased using, a Service.  If you have 
any questions, problems or disputes concerning the quality of any goods or services purchased using a Service, a purchase price discrepancy, warranty 
or other performance issues or any other purchase matter, you must contact the merchant or supplier directly.  You may not rely on any claim or 
dispute concerning the purchase of goods or services using a Service to avoid your payment obligations under the Agreement.    


Notwithstanding the foregoing, where we processes any request for a Transaction refund through a card network on your behalf, which for the 
avoidance of doubt shall be processed in accordance with the operating rules and regulations of such card network, you agree that in a dispute with 
a merchant or supplier, we will be subrogated to your rights and each Cardholder’s rights against the merchant or supplier and you will assign (and 
cause the Cardholder to assign) to us the right to assert a billing error against the merchant or supplier.  You will, and will cause the Cardholder to, 
do whatever is necessary to enable us to exercise those rights.  We may reverse from any Card Account any Transactions relating to the dispute.  


6.2 Authorization for Transactions.  A merchant or supplier may seek prior authorization from us before completing a Transaction.  If you advise us 
in writing that you desire to prevent Transactions from merchants falling within certain categories we designate in our User Documentation, we will 
take reasonable steps to prevent authorization of Transactions from other types of merchants.  We, however, will not be liable to you if merchants 
or suppliers nonetheless accept a Card, Convenience Check or Card Account for other types of Transactions, or if authorization for a Transaction is 
not given. We may also refrain from authorizing a Transaction for any reason whatsoever in our reasonable discretion.   


6.3 Forms of Consent.  You need to consent to each Transaction (whether by a Cardholder giving consent or otherwise) so that we can verify that it 
is genuine. A Transaction can be consented to by:  


i. using a Card with the relevant card PIN or a signature;  
ii. using the account number and other details requested;  
iii. presenting a Card to the supplier’s terminal if the Transaction is made using contactless technology; or  
iv. such other means as you and we may from time to time agree.  


We may deem Transactions which have not been consented to in one of the above manners to be unauthorized and we may decline to process such 
Transactions. This is in addition to any other rights we have to decline Transactions.   


7. CONVENIENCE CHECKS  


 


If we provide Convenience Checks with regard to a Card Account, they may not be used to make payment on the Card Account.  We may pay a 
Convenience Check and post its amount to the Card Account regardless of any restriction on payment, including a Convenience Check that is 
postdated, that states it is void after a certain date or that states a maximum or minimum amount for which it may be written.  Once paid, 
Convenience Checks will not be returned to you or the Cardholder.  


If you wish to stop payment on a Convenience Check, you must call us at the customer service number shown on your Billing Statement and provide 
such information as we request or is required under the relevant User Documentation.  We will stop payment if we receive your request on or before 
the Business Day before the Business Day on which we would otherwise pay the Convenience Check.  The date on which we would pay a Convenience 
Check may be prior to the date it would post to your Card Account.  A stop payment order will remain in effect for up to six months.  


8. CARDLESS ACCOUNTS; ACCOUNTS NOT IN NAME OF INDIVIDUAL  


 


We may, at your request, establish a Cardless Account or establish a Card Account with a designation which is not an actual individual, including, 
designation of a vehicle identification number, license number, department name or “Authorized Representative” on the Card Account.  You may 
provide the number associated with the Cardless Account to your employees and agents.    


9. STATEMENTS    
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9.1 Issue of statements.  We will provide to the Program Administrator, or other person you designate in writing to us, a Billing Statement for centrally 
or corporate billed accounts which will identify each Transaction posted during the billing cycle and the date of the Transaction.  The Billing Statement 
will also list any applicable fees and charges for a Service.  The Program Administrator will have the ability in the online application tool to review and 
sort all Cardholder activity.  


9.2 Review of statements.  Once you receive a Billing Statement, you must review it and notify us by telephone (using the appropriate telephone 
number set out in the Billing Statement), electronic mail, or other method that may be agreed upon by you and us, of any Transaction appearing on 
that Billing Statement which you consider may have resulted from any Fraud, including Unauthorized Use.  You must give us this notice as soon as 
practicable but in any event not later than 60 days after you receive the Billing Statement.  If you opt to have individual statements sent to 
individual Cardholders, you must ensure that each relevant Cardholder complies with the provisions of this Section 9.2.  Subject to the 
requirements of any applicable laws, if you do not (or if a relevant Cardholder does not) give us notice in accordance with this Section 9.2, we will 
not be liable for refunding any amounts relating to that Transaction.  
  
9.3 Electronic disclosures. You agree that we may provide or make available Billing Statements and any other disclosures or information by electronic 
means, including by way of electronic mail or a Website.   
  


10. PAYMENT OF CARD ACCOUNTS; SET-OFF  


 
10.1 Payment of statement amount.  You will pay to us the total amount shown as due on each Billing Statement on or before the Payment Due 
Date shown on the statement.  Where we have agreed with you in writing to take payments from Cardholders you must ensure that the relevant 
Cardholder pays on your behalf.  If we do not receive payment in full by the specified due date, in addition to our other rights, we may assess a late 
fee in compliance with applicable state statute.  You have no right to defer any payment due on any Card Account.  For the avoidance of doubt, even 
if we have agreed to take payments from Cardholders, you will remain solely responsible for and we will collect from you for any amount due which 
is not paid by a Cardholder.   


10.2 Service Fees and Charges.  You will pay us each of the fees and charges we assess you, including the fees for each Service, as set out  in the 
schedule of charges currently in effect for you, except as we agree otherwise (in writing) from time to time.    


10.3 Electronic management information fees and charges.  You will pay us for Software support in excess of that contemplated in the Section 16 of 
this Agreement.  The charges for such extra support will be as specified by us before such charges are incurred or as otherwise agreed by you and us 
from time to time in writing.  


10.4 Account identification.  If you or any Cardholder makes any payment to us in connection with a Card Account, you must, or ensure that they 
must, at the same time provide us with either the account number or the Card number.  We shall not be liable for any delay in crediting any such 
payment or recording any Transaction, or for failing to do so, where this information is not provided to us in accordance with this Section 10.4.  


10.5 Payment method.  Unless otherwise agreed by us, payments must be made using an Automated Clearing House (ACH) service.  As specified by 
you, we may initiate ACH debits to any deposit account at any financial institution.  If you arrange for direct payment by Cardholders, such an 
arrangement will not change your responsibilities under the Agreement, including your obligation for payment.  


10.6 Set-off. Notwithstanding Section 10.8, you grant us a contractual right of set-off in and to all deposits or credit balances now or subsequently 
maintained with us or any of our affiliates or Subsidiaries.  In addition to any other rights of set-off we may have, we may without consulting you set 
off any amount you owe us for any recurring or on-going non-payment under the Agreement against such deposit or credit balance whether or not 
that deposit or credit balance is matured.  In connection with this right, you authorize us to enter into an agreement with our affiliates obtaining 
their authorization to effect such a set-off.  


10.7 Transactions outside normal processing hours.  If we receive any payment from you or a Cardholder in respect of any statement amount outside 
our normal processing hours in any jurisdiction to which that payment relates, that payment shall be deemed to have been received by us on the 
next Business Day.  We will provide you with a list of our normal processing hours upon your request.  


10.8 Credit balances not permitted on a Card Account.  You are not permitted to have a credit balance on any Card Account.  If any such credit 
balance arises (for example, by a refund), then in addition to our rights of set-off, we may retain the credit balance in or towards prepayment of any 
amount you owe us in the future under the Agreement, or if the amount of the credit balance is material we may, at our option, pay it to you using 
any method mutually agreed upon between you and us.  You also may request that we refund such credit balances to you.    


11. LOST OR STOLEN CARDS; UNAUTHORIZED USE   
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11.1 Unauthorized Use.  We may refrain from authorizing any Transaction if:  
i. we suspect that the Transaction is or might be fraudulent or unlawful or for the purpose of any fraudulent or unlawful activity;  
ii. we suspect that the Transaction constitutes or might constitute Unauthorized Use; or  
iii. to authorize that Transaction would cause us to breach any law (including any AML/Sanctions Laws by which we must abide).   


11.2 Failure to authorize.  Subject to applicable law, we will not be liable to you if we or any other party fails to authorize or declines 
any Transaction for any reason.  If a Transaction is not authorized or declined, you may seek, and we will provide, reasonable assistance in 
investigating and resolving the declined or unauthorized Transaction.  


11.3 Reporting a loss, theft or unauthorized use; assisting with investigations. If you become aware of any Notifiable Event, including 
actual or suspected loss or theft of a Card, Convenience Check or Card Account or any actual or suspected Fraud, including Unauthorized 
Use, you must notify us.  You must ensure that, if any Cardholder or user of a Card Account becomes aware of any Notifiable Event, that 
person notifies us.   


Any notice to be given by you, a Cardholder or a user of a Card Account must be given to us as soon as practicable but in any event no later than the 
Business Day after discovering the Notifiable Event, provided that if a Notifiable Event is discovered on a Billing Statement, Section 9.2 will apply.  
The notice must contain as much information relating to the Notifiable Event as the person giving the notice is able to provide.   


Upon a Notifiable Event occurring, you must provide us, and you must ensure that each relevant Cardholder or a user of a Card Account provides us, 
with such information and assistance as we may request to: (i) investigate that Unauthorized Use; and (ii) (to the extent applicable or required by 
any relevant Data Protection Laws) communicate the fact of that Unauthorized Use to the relevant Cardholder.  


If we receive notice and assistance in accordance with this Section 11.3 (including obtaining any witness statement or similar written, signed 
statement which we may require from any relevant Cardholders or other users of a Service), then you will not be liable for Transactions resulting 
from the Notifiable Event.  If we do not receive notice or assistance in accordance with this Section 11.3, we may not refund any amounts relating to 
that Unauthorized Use.    


12. LICENSE TO USE YOUR MARKS  


 
Upon your written request, we may place your trademark, trade name, service mark and/or designs (“Client Marks”) on Cards and collateral 
materials. You will provide the graphics to us in sufficient time to allow for review and approval by us and, if necessary, the respective card 
association.  You grant us a non-exclusive license to use, during the term of the Service, Client’s Marks on the Cards. The Client will be solely 
responsible for all claims and litigation arising under this Section 12.   Further, if Client fails to assume responsibility, Client will reimburse and hold 
us harmless for all costs, expenses and damages incurred from such claim or litigation. 


13. EXTENSION OF CORPORATE CARD SERVICE TO PARTICIPANTS  


 


Upon your request and submission of a Participant Account Form, we may approve one or more Participants for participation in a Service.  Each 
participating affiliate will have the same rights and obligations as you except that no separate charge limit will be assigned.  Your charge limit will 
apply to Transactions on all Card Accounts, including those of your Participants.  


You may terminate a Participant’s participation by giving us written notice and a reasonable time to act on such notice.  If an approved Participant is 
not, or will no longer be associated with the State of Oklahoma, you agree to notify us immediately, and we may immediately terminate the Card 
Accounts of such Participant.  


14. TERMINATION  


 


14.1 Termination upon notice.  We may terminate the Agreement or a Service, or withdraw or suspend any Card or Card Account, upon 180 calendar 
days' written notice to you, or such longer period as prescribed by applicable law.  You may terminate the Agreement or a Service upon 180 calendar 
days' written notice to us. If an Other Eligible User is terminated by bank, we will provide the State with notice of said termination as soon as 
reasonably practicable. 
  
14.2 Termination upon specific events.  Notwithstanding Section 14.1, we may to the extent permitted by law terminate the Agreement or a Service 
in respect of you and/or any Participant, or withdraw or suspend any Card or Card Account, with immediate effect, (in which case we may send you 
notice of the termination, withdrawal or suspension) if any of the following occurs with respect to you, a Participant, or a Guarantor:    







US Corp Card 05 2019 v2        Bank of America  
       © 2019 Bank of America 


Corporation   9  


■  You fail to pay any amount pursuant to the Agreement as and when due (whether upon demand, at maturity or by acceleration);  
■  You breach any other term or condition of the Agreement or any other agreement with us or any of our affiliates or Subsidiaries, 


including any representation, warranty or failure to deliver information;  
■  You enter or are placed into liquidation, insolvency, administration, receivership, administrative receivership, bankruptcy, reorganization, 


judicial management or any other similar procedure (other than in the context of a solvent re-structuring), or any step is taken to do so, 
or you cease to carry on all or a substantial part of your business or dispose of all or a substantial part of your assets;  


■  You fail generally to pay your debts as they become due;  


■  You initiate or enter into any composition or arrangement with your creditors;   


■  You experience a material adverse change in your financial condition or your ability to perform your obligations under the Agreement;  
■  You fail to pay or perform any other obligation, liability or indebtedness to any other party;  


■  There is an entry of a judgment against you which we deem to be of a material nature;  
■  You experience seizure or forfeiture of, or the issuance of any writ of possession, garnishment or attachment, or any turnover order for 


any property;  
■  You fail to comply with any material law or regulation, including any AML/Sanctions Laws.  


■  You fail to have at least 10 Cards or reusable Cardless Account numbers issued to you at any given time.  
  


14.3 Consequences of termination.  Upon any termination of a Service or the Agreement as a whole for any reason set forth in section 14.2: (i) the 
entire balance outstanding on all Card Accounts with respect to that Service or the Agreement as a whole (as applicable) shall, at our option, become 
immediately due and payable; otherwise your payment will be due in accordance with the agreed upon payment cycle including any grace period; 
and (ii) you will immediately destroy, and will instruct all Cardholders to immediately destroy, all Cards and Convenience Checks.  Notwithstanding 
any termination, you will continue to be responsible for paying all Transactions on all of your Card Accounts.    After termination, neither you nor any 
Cardholder may make any further Transactions on any Card Account.  If, however, such Transactions are made, you will be liable for them.  


14.4 Return/deletion of Materials and Software. If a Service you are using and/or the Agreement is terminated for any reason, you will do the 
following:  


 ■  Stop using any Materials relating to that Service immediately;  


■ If applicable, erase or delete any Software we have provided relating to the terminated Service to the extent it is stored in your systems; and  


 ■  at our option, either return to us or destroy all Materials relating to that Service and certify to us that you have done so.  


These obligations will continue after a Service you are using has been terminated.   


15. APPLICATIONS LICENSE  


 


15.1 Application of this section.   The terms of this Section govern the provision and use of the Applications.  Your, and your Cardholders’, use of the 
Applications and any related services means you have read, acknowledge and agree to the terms and the conditions of this Section.  You will ensure 
that your Cardholders comply with these provisions.  We are entitled to grant you licenses (including to your Participants and Other Eligible Users) 
to access and use the Applications.  


15.2 License. The license granted under this Section is a non-transferable, nonexclusive, worldwide, revocable, limited license to access and use the 
Applications and any related services in accordance with the terms of this Section, in a manner intended for authorized use, and to the extent 
authorized by us (the “License”).  In the event that our website contains options to click-through to third-party websites (in order to facilitate the use 
of any of the Services), you will agree to the terms and conditions at that time, click-through to the third-party website and continue to use the 
Service.  You will then have the option of notifying us of the click-through, and, if you so request, we will provide you with a hard copy of 
the proprietary Software license agreement and its terms and conditions.   You will have sixty (60) days to review and agree to the third party Software 
terms and conditions, or notify us that you wish to stop using the Service.  The License shall terminate upon the occurrence of any one of the following 
events: (i) the Agreement is terminated for any reason; or (ii) this License is terminated pursuant to Section 15.11 below.  Additionally, unless such 
use is promptly stopped after we have notified you of it, we reserve the right to revoke the License granted hereunder if you or your Cardholders use 
the Applications and any related services in an illegal or unauthorized manner, including in contravention of these terms.  We reserve the right to 
suspend your and your Cardholders’ access to, and use of, the Applications upon prior written notice of a violation of any of these terms. In addition, 
we may suspend your access to, and/or use of, the Applications immediately without notice where such action may be required to prevent 
interference with or disruption to services to our other customers, to protect the integrity of our systems, or as may be required by law or regulation.  
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15.3 Disclaimers  WE AND OUR THIRD PARTY PROVIDERS HEREBY EXPRESSLY DISCLAIM ALL EXPRESS AND IMPLIED WARRANTIES.  


15.4 Modifications.  Provided the modification, withdrawal, or suspension is not being effectuated due to your breach of this Agreement, and subject 
to our rights under Section 15, we will use commercially reasonable efforts to either restore or provide alternatives to the Applications such that you 
and our entire client base can continue to receive the Services.  


15.5 Protection of Software.  The Software and all copyright, patent, trademark, trade secret and other rights in them are and will remain the 
exclusive property of us or our licensors. All such intellectual property in the Software and the related services is protected by applicable copyright, 
patent, trademark or other intellectual property law. The entire content of the Software is subject to our and our third party providers’ intellectual 
property rights, including copyright with all rights reserved.  You acknowledge that the License does not convey or grant any intellectual property or 
other proprietary right to you, except for the limited license granted hereunder.  You will follow our instructions concerning access to the Software 
through our third party vendor platforms.  You will ensure that all Participants and Cardholders comply with instructions provided by us and are 
responsible for any and all acts and omissions of Participants and Cardholders.  You further agree not to engage, and will ensure that your employees 
and agents do not engage, in unacceptable use of the Applications, including the following activities: (i) creating a false identity or otherwise 
attempting to mislead any person as to your identity or the origin of any communication transmitted through the Applications; (ii) using accounts, 
account numbers, or attempting to authorize transactions through accounts for which you do not have full authority to conduct such activities; (iii) 
disseminating or transmitting any materials or messages that do not pertain to the intended use of the Applications or that contain anything that is 
obscene, defamatory, harassing, offensive, or malicious; (iv) disseminating or transmitting files, graphics, software, or other material that actually or 
infringes the intellectual property right of any person or entity; or (v) interfering with, disrupting, or attempting to gain unauthorized access to 
information or other accounts through the Applications hosted by us or our third party vendors and made accessible to you.  We may rely on the 
instructions of any Authorized Users and we will have no liability following any such instruction.  You are responsible for all actions taken by 
Authorized Users with regard to the Applications.  


15.6 Accessibility - Your computer systems. Subject to the terms of this Section 15, we will make the Applications available over either the internet 
or through an intranet site to allow you to electronically and remotely access the Applications. You will provide at your own expense, all necessary 
telephone lines, internet connections, equipment, software (including a compatible web browser), and services for you to effectively access the 
Applications.  Your access to the Applications will be controlled by a user name and password, as well as the authorization approved by your Program 
Administrator.    


15.7 Infringement Protection. Notwithstanding Section 22 of this Agreement and except as otherwise provided in this Section 15.7, we will defend 
at our own expense or settle any action brought against you to the extent it is based on your use of the Applications and the Software, including, our 
entitlement to allow your use of the Applications or your use of the Applications infringe any copyright, patent, trade secret or trademark of any third 
party in the jurisdictions where you are using the Applications, and we will pay all actual and direct costs and damages finally awarded in any such 
action. Our obligations under this protection are subject to (i) prompt notice from you of any such claim or action; (ii) your not having made any 
admission of liability or agreed to any settlement or compromise; (iii) your providing to us, in a prompt and timely manner, the documents, 
information and assistance we reasonably request; (iv) our having sole control of defending such claim or action; (v) your having used the current 
version of the Applications, as provided to you by us, in compliance with this Agreement; (vi) your using the Applications only in the manner for which 
the Applications were designed; (vii) your not modifying the Applications; (viii) your not incorporating the Applications with products not approved 
by us; and (ix) the claim or action is not due to your negligence or willful misconduct.  You acknowledge and agree that our obligations under this 
infringement protection are our only obligations to you with respect to any infringement claim in connection with your use of the Applications.  
Notwithstanding the foregoing, we acknowledge that our defense or settlement of the action brought against you will be coordinated with the 
Attorney General of the State of Oklahoma (“the Attorney General”), who may, but is not obligated to, authorize us to control the defense and any 
related settlement negotiations, which authorization shall not be unreasonably withheld; provided however, if so authorized, we shall not agree to 
any settlement of claims against the State of Oklahoma without first obtaining the Attorney General’s concurrence, which concurrence shall not be 
unreasonably withheld.  If the Attorney General does not authorize sole control of the defense and settlement negotiations to us, we shall be granted 
authorization to equally participate in any proceeding related to this subsection; provided, however, notwithstanding anything to the contrary herein, 
we shall continue to be obligated to indemnify the Client or Other Eligible User and, to the extent applicable, any and all Clients or Other Eligible 
Users, in accordance with and to the extent we provide such indemnity under this subsection 15.7.  In the event that the Attorney General does not 
authorize sole control of the defense and settlement negotiations to us, our indemnification obligation will include the payment of reasonable costs 
and expenses and reasonable attorneys’ fees. 


15.8 Software updates.  We may provide upgrades or new releases of Software which we make generally available to our other customers to whom 
we license the same Software, which will be deemed part of the Applications once we have delivered or made it accessible through our third party 
vendors to you.    


15.9 Training.  At your request, we will use commercially reasonable efforts to train persons to use the Software, but we will not bear any 
responsibility for such training.   
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15.10 Software problems.  You will inform us of all material errors, difficulties or other problems with the Software of which you become aware.  We 
will make all reasonable efforts to promptly fix or promptly provide workarounds for any material errors reported to us.  We may request your 
reasonable cooperation in resolving any such errors, difficulties or other problems by providing us an overview of input, output and all other data we 
may reasonably request in order to reproduce operating conditions similar to those present when such errors, difficulties or other problems were 
discovered.  


15.11 Termination of license.  Your license to use the Applications may terminate automatically if you breach a term of this Section 15. If, for whatever 
reason, we cease to be entitled or permitted to license any Applications to you, the License shall immediately terminate.  Where possible we shall 
provide you with reasonable prior written notice of this.  In addition, if you breach any of your confidentiality obligations with respect to the 
Applications, we may seek any and all remedies provided by law or equity, except damages limited under the Agreement.  


15.12 Limitations.  You acknowledge that the Applications have not been produced to meet your specific requirements and have not been tested in 
every possible combination and operating environment.  You agree that the United Nations Convention on Contracts for the International Sale of 
Goods shall not apply to our provision to you or your use of any Software and/or Materials.  


16. CHANGES TO A SERVICE  


 


16.1 Requests for changes.  You may request us at any time to change the processing instructions for a Service.  We are not obligated to implement 
any requested changes until we have had a reasonable opportunity to act upon them.  In making changes, we are entitled to rely on requests 
purporting to be from you.  For certain changes, we may require that your requests be in writing, in a form and manner acceptable to us, or be from 
an authorized person you designate.  In addition, certain requests for changes may be subject to our approval.  


16.2 Our right to make changes.  If due to events outside of our control (including regulatory, banking, credit card network or market conditions), 
we may change, add or delete any of the terms of the Agreement (including the schedule of charges currently in effect for you) and/or any terms, 
conditions and/or pricing and/or rebates applicable to a Service by providing 90 days' notice to you in writing or by electronic means.  All such changes 
will be effective as of the date set forth in such notice.  Your continued use of or failure to terminate the Service after the effective date of the change 
will indicate your agreement to the change. Any other changes shall be mutually agreed upon in writing between the parties.     


16.3 Right to terminate.  If you disagree with our proposed changes, you may terminate the Agreement in accordance with its terms by providing us 
with 30 days’ advance written notice as set out in Section 14.1 at no additional cost.  


If you serve notice on us under this Section 16.3 at least 30 days before our proposed changes are due to come into effect, then unless required by 
law our proposed changes will not take effect and the Agreement will continue unamended until it terminates pursuant to your notice.  


If you serve notice on us under this Section 16.3 less than 30 days before our proposed changes are due to come into effect, then we are entitled (in 
our absolute discretion) to choose that:  


i. our proposed changes will not apply to the Agreement and the Agreement will terminate on the date on which those changes 
would otherwise have come into effect (as long as that date is no later than 30 days after the date of your notice); or  


ii. our proposed changes will not apply to the Agreement and the Agreement will terminate 30 days after the date of your notice; 
or  


iii. our proposed changes will apply to the Agreement with effect from the date on which they are due to come into effect and the 
Agreement will terminate 30 days after the date of your notice, but, if as a result of the changes you incur any additional fee, 
charge, expense or other liability, we will promptly apply a corresponding credit to your account with us so as to put you in the 
same position in which you would have been had the proposed changes never taken effect.  


17. ANCILLARY SERVICES  


 
17.1 Adding services. Upon your request and our approval we may provide additional services to you and such Participants  as we may agree from 
time to time.  Such services may be subject to additional terms and conditions.    


17.2 Receipts imaging service. You may elect to use our receipts imaging service whereby you send us copies of your transaction receipts, which 
we will electronically store for you (the “receipts imaging service”).  It is your obligation to send us legible copies of your transaction receipts.  You 
acknowledge and agree that we will not review the transaction receipts and that you are responsible for retaining the original receipts.   
Notwithstanding Section 22, we will not be liable for damages if the images are illegible or blank or for failure to provide copies by a given time or 
for failure to provide copies we are not reasonably able to provide.  Images will be made available to you by website at such times as may be set 
forth in the applicable user documentation or as otherwise established by us. There is no charge for this service.  We may delete any images we 
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hold for you after seven (7) years from our receipt of the relevant Transaction receipt without notice to you.  Upon termination of this Agreement 
you will no longer have access to any images we hold for you, and we may delete all images we hold for you without notice.    


17.3 File feeds to third parties.  You may request us to send certain program data to your third party servicers.  We will do so on the basis that you 
have reviewed and accepted our standard file layout and you agree that any file transfer shall only be in such standard file layout.  You agree to 
indemnify, defend and hold us, our successors and permitted assigns, our affiliates and their respective directors, officers, agents and employees 
harmless from and against every claim, demand, proceeding or suit, and from every liability, loss, damage, cost, charge, expense (including any 
actions or expenditures required by law or regulations, reasonable attorney, auditor and other fees, and costs) whether or not material, liquidated, 
contingent or prospective in nature, arising out of, resulting from or related to our compliance with your data transfer request.   


17.4 Fee Increases.  You acknowledge and agree that any changes to the services which you request and use pursuant to this Agreement may increase 
the fees which you are required to pay to us in accordance with the Payment of Card Accounts section of this Agreement.  


18. ADDITIONAL COSTS AND TAXES  


 
  
18.1 Relevant taxes.  You and we agree that the issuance of any Card Account to you or any Card to a Cardholder or any other person pursuant to 
the Agreement shall be deemed exclusive of any applicable value added tax, any tax or duty that applies or is levied on the issue of any Card, or any 
similar tax, levy, duty or impost (a "Relevant Tax") and that, where any Relevant Tax is levied on the issue of any Card or Card Account (or on any 
other Service or product provided by us under or pursuant to the Agreement), we may issue an appropriate invoice for the Relevant Tax addressed 
to you, and you must promptly pay to us the amount specified in that invoice.   
  
18.2 Other duties and taxes.  Where any tax, levy, duty or impost of any kind is applied or levied on the issue or import of any Card into any 
territory (an "Import Tax"), to the extent allowed by Oklahoma law, you must hold us harmless in full against and for the amount of the Import Tax 
applied or levied. The State, its Participants or Other Eligible Users agree they will not issue cards outside of the United States. 
  
18.3 Withholding tax.  You may be required to make withholding tax payments or other deductions on account of tax from any amounts which you 
are required to pay to us under the Agreement (a “Withholding Deduction”).  Where any individual Cardholder or any individual who holds a 
Cardless Account makes any payment to us under the Agreement, that person may also be required to make a Withholding Deduction.  You must 
ensure that you (or the relevant Cardholder or other relevant individual) make all Withholding Deductions where required to do so.  You must also 
inform all individual Cardholders and all persons holding a Cardless Account who use or may use a Service of the circumstances in which they must 
make a Withholding Deduction.  To the extent allowed by Oklahoma law, you must hold us harmless against all losses, costs, expenses and 
damages which we incur or are reasonably likely to incur as a result of you, any individual Cardholder and/or any other relevant individual failing to 
make any Withholding Deduction when required.  
  
18.4 Gross-up.  If any sum payable to us under the Agreement is subject to any tax, impost, duty, levy, deduction, set-off, counterclaim, 
contribution or withholding of any nature whatsoever (wherever in the world imposed), including any and all related penalties, charges and 
interest (in each case a “Tax Deduction”), the amount of the payment due shall be increased to an amount which (after making any Tax Deduction) 
leaves an amount equal to the payment which would have been due if no Tax Deduction had been required.  
  


19. COMMUNICATIONS; NOTICES  


 


19.1 Giving notices.  Any written notice or other written communication to be given under the terms of this Agreement will be sent to us at the 
address we specify in writing.  Notices are effective upon receipt, except as otherwise provided in this Agreement or any Materials.  If you are a 
Participant, you agree and acknowledge that any notice we provide to the State or OEU shall be deemed to be given to you.  


19.2 Monitoring of phone calls.  You agree that we may electronically monitor and/or record any telephone or other electronic communications 
(whether by telephone, short message service (SMS) message, multimedia messaging service (MMS) message or any other form of telephonic text 
message, electronic mail or otherwise) with you in those jurisdictions which permit that practice.  If our records about any such communication are 
different from yours, our records are presumed to be correct, but such presumption may be rebutted by you.  


19.3 E-mail Communications. If you choose to use unencrypted electronic mail to initiate payment requests or other instructions or otherwise 
communicate with us, your use of such electronic mail with respect to a Service will be subject to the terms and conditions of this Agreement and 
will comply with the applicable User Documentation.  In addition, you agree to bear the risk that such electronic mail may be corrupted, modified, 
garbled or hacked or its confidentiality may be breached by a third party and the risk that we will rely on such mail, which appears to be from you 
but which is unauthorized, and that such reliance may result in a loss. In addition, you agree that we may rely on the integrity of facsimile 
transmissions that you send us, and you agree to bear the risk that the information we receive differs from that sent to us, and that such reliance 
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may result in a loss. In the event that an electronic transmission or facsimile transmission is unclear or if we become aware that it is not an authorized 
communication from you, we will not act on such transmission and will contact you to clarify any intended content of such transmission.    


20. CONFIDENTIALITY AND MATERIALS  


 
20.1 General.  We acknowledge that information we obtain from you in connection with a Service we provide to you under the terms of the 
Agreement may be Confidential Information.  You acknowledge that the Materials, except for User Documentation and other documentation shall 
be considered to be our Confidential Information.  You also acknowledge our claim to proprietary rights in the Materials and our Confidential 
Information and that the Materials and our Confidential Information constitutes our “trade secrets” or trade secrets of our licensors or vendors.    


20.2 Restrictions. In respect of a party’s Confidential Information, the other party will:   
i. Safeguard the Confidential Information at all times;  
ii. Establish and maintain procedures to assure the confidentiality of the Confidential Information and any password or code;  
iii. Use the Confidential Information only for the purposes for which we provide them; and  
iv. Notify the other promptly by telephone, confirmed in writing, if any Confidential Information is lost or its confidentiality is compromised.  


  
Neither party will, nor will allow anyone else to, do any of the following without the other party’s prior consent:  


i. Disclose any Confidential Information of the other party to any person or entity, except to its employees and agents with a need to know 
the Confidential Information.  


ii. Make any copies, in whole or in part, of Confidential Information of the other party in whatever form or medium (electronic, printed or 
otherwise) in which they may exist from time to time, except as provided in this Agreement.  


iii. Translate, reverse engineer, disassemble or decompile any Software or security devices of the other party.  
  


20.3 Use of the Materials.  You have sole responsibility for the custody, control and use of all Materials.  You must ensure that no individual will 
be allowed to initiate a request or other instruction contemplated in the Agreement or to have access to any Materials without proper supervision 
and strict security controls to ensure that the Materials are only used in accordance with this Agreement.  If the Service requires use of user 
identification codes or passwords, we will be entitled to rely on the correct user identification codes and passwords, as described in the relevant User 
Documentation and shall not be responsible for any loss resulting from our correct use of such data.  


20.4 Exceptions.  This section does not limit either your or our ability to disclose information (i) that the other party has approved by prior 
writing for disclosure; (ii) that is disclosed to its professional advisors or auditors; (iii) that becomes public other than through a breach of these 
confidentiality obligations; (iv) that was in its possession or available to it from a third party prior to its receipt of it in connection with a Service; (v) 
which is obtained by it from a third party who is not known by it to be bound by a confidentiality agreement with respect to that information; (vi) as 
required or requested by any securities exchange or regulatory body to which you or we are subject or submits, or (vii) as otherwise required to be 
disclosed by law or by legal or governmental process. In addition, either party may disclose to its offices, affiliates, officers, employees and agents 
(and those offices, affiliates, officers, employees and agents may disclose) such information as permitted under this Section or to otherwise carry out 
its duties or exercise its rights under the Agreement.  This section also does not limit our ability or that of our affiliates to access and use transaction 
data related to a Service provided to you in connection with the management of our or their business.  


20.5 No Use of Name.  Neither you nor we will use the other’s name or refer to the other directly or indirectly in any solicitation, marketing 
material, advertisement, news release or other release to any publication without receiving the other’s specific prior written approval for each such 
use or release, except that we may use your name as a reference in service proposals if we obtain your prior written approval for use.  


20.6 Damages insufficient remedy.  You and we acknowledge that damages may not be an adequate remedy to protect the other party against 
breach of this Section 20 of the Agreement.  You and we agree that the other party may seek injunctive or other equitable relief in respect of a breach 
of Section 20 of the Agreement.  


20.7 Survival.  The obligations enumerated in this Section 20 continue after the Service you are using and/or the Agreement is terminated.  


  
21. INFORMATION SECURITY/DATA PROTECTION  


 
21.1 Overall Data Security Regulations.  As a financial institution, we are required to comply with the information security standards established 
under national and international legal and regulatory requirements applicable to us.  We are evaluated regularly for compliance with these obligations 
by various US and international regulators as applicable.  
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21.2 Security and Confidentiality. We maintain an Information Security Policy that:  
i. contains appropriate administrative, technical and physical safeguards designed to protect against Information Security Events;   
ii. conforms as required to the requirements of applicable Data Protection Laws; and  
iii. sets forth policies and procedures that are designed to be consistent with, to the extent applicable to the Services, PCI-DSS 


standards; the card networks rules and regulations; and Financial Services Industry Best Practices.   
  


21.3 Data Protection.  To your knowledge, you hereby represent and warrant to us now and on each day on which we provide a Service to you that 
you are in compliance with all applicable Data Protection Laws and where required under such Data Protection Laws you will maintain at all times 
during the term of the Agreement a valid registration or authorization with any applicable Data Protection Authority. You shall inform us of any 
requirement of which you are aware which would require us to be registered or authorized with any applicable Data Protection Authority in order to 
provide the Services to you. You shall obtain on your and, as applicable, our behalf all necessary and valid consents, including Cardholder consents, 
and provide all necessary data protection notices in order for us to process the Personal Data using such forms as we may prescribe for the purposes 
described in the Agreement and to disclose the Personal Data to the types of recipients described in the Agreement. You shall retain, and upon 
request provide us with, copies of such notices and consents. With regard to our processing of Personal Data, we will comply with our obligations as 
a financial institution as set out in Section 21.1 and all applicable Data Protections Laws.  


We may process Personal Data for the following purposes and we will de-identify that Personal Data wherever possible:   
i. to provide and manage the Services;   


ii. to help monitor, assess and carry out statistical product analysis and development;  
iii. to develop for our own use internal data on the types of clients and the markets we service;  
iv. to perform system testing and training;   


v. to manage our business;  
vi. as part of any internal or external audit or compliance review that we or any of our affiliates may undertake;   
vii. to help prevent crime, fraud and terrorism; and   
viii. to comply with card networks rules and all applicable laws and other legal and regulatory requirements.  


  
We will never use Personal Data for direct or indirect marketing to Cardholders.    
  
You agree that we may disclose Personal Data to:   


i. our affiliates, agents and service providers in connection with performing the Services;   
ii. card networks, auditors and fraud prevention agencies;   
iii. to any other person if legally required, including to law enforcement agencies, authorities, regulators and courts; and  
iv.  any other person to whom we may transfer or intend to transfer, assign or sell any of our rights or obligations under the 


Agreement.   
  
Any disclosures of Personal Data that we make will be made in compliance with applicable Data Protection Laws. You acknowledge and agree that 
data processing related to a Service and your Card Accounts may take place in countries other than those where you and your accounts with us are 
located.  You further understand that information concerning your relationship with us may be available on our electronic data system both for 
information management purposes and in order to enable you to benefit from our electronic banking services.  You understand and agree that, as a 
result, your banking relationship information may be available to some of our officers outside the country or countries where you and your accounts 
are located.  You authorize us to transmit your banking relationship information across national borders, notwithstanding the banking secrecy laws 
of any of the countries involved, as necessary to provide a Service.  


21.4 Security Policy.  Our Information Security Policy has been approved by our management and is published and communicated to our 
Workforce.  We have procedures designed to ensure that our Extended Workforce are subject to similar policies and processes.  We conduct periodic 
risk assessments to identify and assess reasonably foreseeable internal and external risks to the security, confidentiality and integrity of electronic, 
paper and other records containing CPI.  We require our Extended Workforce to have a similar risk assessment process.  The remainder of this Section 
21 sets out the key aspects of our Information Security Policy.  


21.5  Organizational Security.  All information is stored in the United States for programs in the United States and Canada.  Such information 
may be accessed by our Workforce and any Extended Workforce from locations within or outside the United States.  Our Information Security Policy 
applies to all such access.  We include, as part of our agreements with any Extended Workforce that has access to CPI, provisions that are consistent 
with those set out in this Section 21.    
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21.6 Human Resources Security.  We take reasonable steps to ensure that our Workforce is aware of our obligations in the provisions of the 
Services and Applicable Data Protection Laws, including that any unauthorized processing or disclosure of the CPI may lead to disciplinary action 
under their contract of employment or other contractual arrangements.  Prior to receiving access to CPI, the Workforce and any Extended Workforce 
receive appropriate security awareness training and recurring security awareness training at appropriate intervals.  The access rights of our Workforce 
with access to Information Processing System(s) or media containing CPI are removed upon termination of their employment, contract or agreement, 
or adjusted upon change of job function in accordance with the Information Security Policy.   


21.7 Physical and Environmental Security.  We protect all areas that contain Information Processing System(s) or media containing CPI by the 
use of security controls in accordance with our Information Security Policy.  


21.8 Communications and Operations Management.  We use detection, prevention, and recovery controls which are consistent with Financial 
Services Industry Best Practices to protect against malicious software and attacks, and train our Workforce on the prevention and detection of 
malicious software and attacks.  We dispose of any paper, electronic or other record containing CPI using all reasonable steps to destroy (based on 
our determination of the sensitivity of the information) the CPI. To protect the confidentiality and integrity of CPI in transit, we use encryption tools 
that are consistent with Financial Services Industry Best Practices, to encrypt records and files containing CPI that we:  (i) transmit or send wirelessly 
across public networks; (ii) store on our laptops; (iii) where technically practicable, store on allowed portable devices; and (iv) store on any device 
that we authorize to be transported outside of our physical or logical controls.  We use appropriate measures to safeguard the security and 
confidentiality of all encryption keys associated with encrypted CPI.    


21.9 Access Control.  To protect CPI from the risks inherent in mobile computing and remote access, we perform a risk assessment which, at a 
minimum, is designed to identify and mitigate risks to CPI from mobile computing and remote access, maintain a policy and procedures for managing 
mobile computing and remote access, and use security controls that are consistent with Financial Services Industry Best Practices to manage 
authentication of mobile and remote users.  


21.10 Information Systems Acquisition, Development and Maintenance.  To protect Information Processing System(s) and system files 
containing CPI, we restrict access to source code to authorized users whom we have determined have a need to know such CPI in the performance 
of their duties.  


To protect Information Processing System(s) and system files containing CPI, we:  
i. Use a change control process which is consistent with Financial Services Industry Best Practices to implement Information 


Processing System(s) changes; and 
ii. Use security controls which are consistent with Financial Services Industry Best Practices.   


21.11  Information Security Event Management.  We maintain an incident response plan that addresses handling of Information Security Events.   
In accordance with such incident response plan, we will:  


i. Provide you prompt, but in no event later than (2) Business Days of becoming aware thereof, notice of any Information Security 
Event documented and verified by us as part of our standard incident response process that involves, or which we reasonably 
believe involves, the unauthorized access, use or disclosure of your CPI.  


ii. Such notice shall, to the extent we are legally allowed, summarize in reasonable detail the Information Security Event and the 
corrective action taken or to be taken by us, if known at that time. We will promptly take all corrective and mitigating action 
deemed necessary or appropriate by us.  


  
21.12 Business Continuity Management.  In order to protect the confidentiality and availability of CPI, we maintain a business continuity 
management program that is consistent with Financial Services Industry Best Practices which we update and test at planned intervals and as required.  


21.13 Security Assessments.  We permit your representatives to annually perform one on-site or written assessment of the security controls 
used at our data processing and business facilities.  Such assessments will be performed during regular business hours, at a date and time agreed to 
by both parties, and will not require access to Information Processing System(s). Such assessments will be subject to our security policies, procedures, 
and restrictions, including restrictions on access to data centers, the ability to perform hands-on testing, and copying of certain materials.  


We scan internal and external facing Information Processing System(s) with applicable industry standard security vulnerability scanning software 
(including network, server, application and database scanning tools) at a minimum once per month and perform mitigations that we deem 
appropriate to address issues identified.   


We perform a comprehensive application penetration test and security evaluation of all websites used to store, access, or process CPI prior to use 
and at least annually thereafter.     
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21.14 De-identification of Personal Data Used in Non-Production Environments.  We perform De-identification of all Personal Data prior to 
storing, accessing, or processing the information in environments other than in our or our Extended Workforce’s production environment, provided 
that we do not do so if:  


i. The security controls used in the environment are equivalent to the security controls used in the production environment.  
ii. De-identification would interfere with the resolution of a current production failure; or  


   iii.  De-Identification would interfere with our legal or regulatory obligations.    
  


22. LIMITATION OF LIABILITY  


 


22.1 Indirect and other loss. Subject to the remaining provisions of this Section 22, we are liable to you only for actual damages incurred as a direct 
result of our failure to exercise reasonable care in providing a service.  In no event will either party be liable for any indirect, consequential or punitive 
loss, damage, cost or expense of any nature.  In addition, to the extent permitted by applicable law, in no event shall either party be liable for any 
economic loss or damage, expense and loss of business, profits or revenue, goodwill and anticipated savings, loss of or corruption to the other party’s 
data, loss of operation time or loss of contracts, even if advised of the possibility of such loss, damage, cost or expense.  


22.2 Failure to authorize.  You acknowledge that we shall have no obligation or liability to you or any Cardholder where: 


i. any third party fails to honor any payment or transaction requested in connection with a Card, Card Account or Convenience 
Check (if applicable); or 


ii.  we refuse or fail to authorize the use of any Card, Card Account or Convenience Check (if applicable).  


  
22.3 Acts and omissions.  Neither party will  be responsible for the acts or omissions of the other’s  officers, employees or agents (including but not 
limited to the amount, accuracy, timeliness or authorization of any instructions or information received). We will not be responsible for the acts or 
omissions of any other person or entity, including any clearing-house, card network or processor, any U.S. Federal Reserve Bank or any other country's 
central bank, any other financial institution or any supplier (except for our suppliers providing the Services under this Agreement), and no such person 
or entity will be deemed our agent.  


22.4 Subsidiaries and other persons.  If you permit any Subsidiary or other person to access one of our Service installations on your premises through 
use of a remote-access software package, we will not be responsible or liable for such Subsidiary or person’s use or misuse of our Service or access 
to accounts owned by you and for which you did not authorize that Subsidiary or person to have access via your installation.  We may and will treat 
all instructions and information received by us through this arrangement as provided by and for the benefit of you and subject to all our rights under 
this Agreement with respect to a Service.  


22.5 Force majeure.  


Either party shall be temporarily excused from performance to the extent delayed as a result of unforeseen causes beyond its reasonable control 
including fire or other similar casualty, act of God, strike or labor dispute, war or other violence, or any law, order or requirement of any governmental 
agency or authority provided the party experiencing the force majeure event has prudently and promptly acted to take any and all steps within the 
party’s control to ensure continued performance and to shorten duration of the event.  If a party’s performance of its obligations is materially 
hindered as a result of a force majeure event, such party shall promptly notify the other party of its best reasonable assessment of the nature and 
duration of the force majeure event and steps it is taking, and plans to take, to mitigate the effects of the force majeure event.  The party shall use 
commercially reasonable best efforts to continue performance to the extent possible during such event and resume full performance as soon as 
reasonably practicable. 


Subject to the conditions set forth above, non-performance as a result of a force majeure event shall not be deemed a default.  


Notwithstanding the foregoing or any other provision in this Agreement, (i) the following are not a force majeure event under this Agreement: (a) 
shutdowns, disruptions or malfunctions in either parties’ system or any of either parties’ telecommunication or internet services other than as a 
result of general and widespread internet or telecommunications failures that are not limited to either parties’ systems or (b) the delay or failure of 
either party or its subcontractor personnel to perform any obligation of either party hereunder unless such delay or failure to perform is itself by 
reason of a force majeure event and (ii) no force majeure event modifies or excuses either parties’ obligations related to confidentiality, 
indemnification, data security or breach notification obligations set forth herein. 


22.6 Compliance with law.  Neither party will be liable for any failure to act on its part if such party reasonably believed that its action would have 
violated any law, rule or regulation.  
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23. Intentionally Omitted 


 


24. GOVERNING LAW   


 


The Agreement and the Services are governed by the United States laws respecting national banking associations and, to the extent not covered by 
those laws, by the laws of the State of Oklahoma, without reference to that state’s principles of conflicts of law, regardless of where you reside or 
where a Cardholder resides or uses a Card Account.    


25. RESOLUTION OF DISPUTES  


 


Any dispute or controversy concerning your use of a Service or the Agreement will be decided by binding arbitration, if agreed to by the Oklahoma 
State Attorney General, conducted in the United States of America (except as you and we expressly agree otherwise) in accordance with the United 
States Arbitration Act (Title 9, U.S. Code) under the Commercial Arbitration Rules of the American Arbitration Association. Under these procedures, 
the dispute is submitted to a neutral person for determination in place of a trial before a judge or jury.  Judgment upon the award made by the 
arbitrator may be entered in any court having jurisdiction.  Either you or we may exercise self-help remedies or obtain provisional or ancillary 
remedies from a court.  You or we may exercise or obtain these remedies at any time, even while the arbitration or trial by a judge is pending.  By 
exercising or obtaining any such remedies, neither you nor we waive the right to request that a dispute or controversy be decided by arbitration or 
trial by a judge.  


26. SEVERABILITY  


 


If any provision of the Agreement or its application to any person or set of circumstances is determined to be invalid, unlawful, void or unenforceable 
to any extent, the remaining provisions of the Agreement and their application to any other persons or circumstances shall not be impaired or 
otherwise affected and shall continue to be valid and enforceable to the fullest extent permitted by law.  


27. WAIVER  


 


No delay or failure to exercise any right or remedy under the Agreement shall be deemed a waiver of such right or remedy.  No waiver of a single 
breach or default under the Agreement shall be a waiver of any other breach or default.  Any waiver under the Agreement must be in writing.  


28. YOUR REPRESENTATIONS AND WARRANTIES  


 


You represent and warrant to us now and on each day on which we provide a Service to you that:  
(i) you are a body corporate acting within the scope of your ordinary course of business and you are not a "consumer" for the purposes of 


any consumer credit legislation, or regulatory guidance or codes of conduct applicable to consumers (and, if you believe that you have or 
may become a "consumer" for any of those purposes, you will notify us immediately of that fact). Further, you acknowledge that you will 
not be treated as a consumer for purposes of the Agreement, and laws and regulations relating to consumer protection shall not apply;   


(ii) the Agreement and its provisions constitute and create legal, valid and binding obligations on you which are enforceable in accordance 
with their terms;   


(iii) your performance of your obligations will not violate any law applicable to you or facilitate any unlawful transactions, for example those 
prohibited by the Unlawful Internet Gambling Enforcement Act, 31 U.S.C. Section 5361 et seq;   


(iv) you are in compliance with all AML/Sanctions Laws and are not aware of any breach by you or your Cardholders of any such laws;.;   
(v) the debiting of any account as provided in the Agreement is not inconsistent with any restriction on the use of that account;   
(vi) you have obtained all approvals and authorizations required to enable you to enter into, deliver and perform the Agreement and the 


transactions contemplated under it, including but not limited to any authorizations required from any applicable third party to allow you 
to transfer funds and access information from that party’s account; and   


(vii) there are no bona fide proceedings, tax claims or disputes pending or threatened against you in respect of which, if judgment is given 
against you, would materially affect your financial condition or ability to pay us under the terms of this Agreement;   
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(viii) if you are a Participant, you have authorized the State or Other Eligible User to take any and all actions on your behalf related to the 
Agreement and any Services you receive, including binding you to the terms of this Agreement; and  


(ix) The person executing the Agreement has full authority, permission and approval to execute and bind the Client. You will not dispute such 
authority, permission and approval regardless of whether you have provided board resolutions or similar documentation to us.  
  


29. ASSIGNMENT  


 
You may not assign the Agreement, or transfer any right or delegate any duty or performance under the Agreement, without our prior written 
consent, which shall not be unreasonably withheld.  Any purported assignment by you of rights or delegation by you of obligations contrary to the 
provisions of the Agreement shall be void. We may assign our rights and delegate our obligations to a third party. If we do so, we will provide notice 
to you.   


30. AGREEMENT  


 
30.1 Entire agreement. This Agreement, the schedule of charges in effect for you, as amended from time to time, and Solicitation # SW0200, issued 
on October 4, 2019, constitute and represent the entire agreement between you and us regarding a Service we provide to you anywhere in the world 
and supersede and extinguish all prior agreements, understandings, representations, warranties and arrangements of any nature (including requests 
for proposals and other sales material), whether oral or written, between the parties relating to a Service.  This Agreement controls in the event of 
any conflict between it and any relevant User Documentation or any other document. 


30.2 Successors and assigns. The Agreement shall be binding upon and inure to your and our benefit and to the benefit of your and our respective 
successors and permitted assigns.      


30.3 Third parties.  Except for any person or entity to whom this Agreement provides any express indemnity or covenant, you and we do not intend 
that the Agreement shall confer any right or benefit on any person or entity who is not a party to the Agreement (including any right or 
requirement to consent to any variation, amendment or termination of the Agreement), and any and all laws or regulations conferring such rights 
or benefits are hereby excluded (to the maximum extent permissible).  Nothing contained in the Agreement shall create any agency, fiduciary, joint 
venture or partnership between you and us.  


Execution and/or transmission of an executed counterpart of this Agreement by fax, e-mail or other electronic format (including PDF, JPEG, 
DocuSign ® or other agreed format) shall take effect as delivery of an executed counterpart of this Agreement.  FOR REGIONS OTHER THAN NORTH 
AMERICA AND EMEA: If any electronic method of delivery is adopted, without prejudice to the validity of this Agreement thus made, each party 
shall provide the others with the original of such counterpart as soon as reasonably possible thereafter.  FOR NORTH AMERICA AND EMEA 
REGIONS:   You consent to the use of electronic communications, electronic records and electronic signatures for all purposes under or in 
connection with this Agreement.  Both parties are conscious of the risks that the use of electronic communications, electronic records and 
electronic signatures may entail and, nonetheless, have agreed to their use for the mutual benefit of both parties and have agreed that this 
Agreement so executed and delivered must be recognized and have the same legal effect as if it were a paper-based document with wet-ink 
signatures to the fullest extent permitted by applicable law. Where Company or Participant is registered or organized in Lithuania or Slovenia, the 
parties agree that a wet-signature, fully executed version of the Agreement will be provided to the Bank within 30 days of electronic execution of 
the Agreement.  If such wet-signature document is not timely received, the Bank may terminate the Services immediately. 
 


[Signature page(s) follow(s); the remainder of this page is intentionally left blank.] 
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 IN WITNESS WHEREOF, each of the parties has caused this Agreement to be executed as of the Effective Date, by its duly authorized officer(s).  
  


 
STATE OF OKLAHOMA BANK OF AMERICA, N.A.  
(“the State”)                                                                                                                   (“Bank”) 
  
  
       
  
By:      By:      
  (Signature)      (Signature)  
  
Name:      Name:      
  (Print or Type)      (Print or Type)  
  
Title:      Title:      
  (Print or Type)      (Print or Type)  
  
  
  
Address for Notices:  Address for Notices:  
  
          Bank of America, N.A.  


Bank of America Office Park  


Mail Code FL9-200-02-04 Resolution Services  


JACKSONVILLE, FL, 32256 
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		Bank of America, N.A.

		Bank of America Office Park

		Mail Code FL9-200-02-04 Resolution Services

		JACKSONVILLE, FL, 32256
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		Dan Sivard
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		Print or Type_2: State Purchasing Director
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		Terry Endres





		Print or Type_3: Terry Endres
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  State of Oklahoma Purchase Card Participant Account Form 


This is a Participant Account Form for the purposes of acknowledging that the State of Oklahoma has 
contracted for Purchase Card services on our behalf and that we have reviewed the entire State of Oklahoma 
Purchase Card contract, including Bank of America Corporate Card Service Agreement, having an Effective 
Date of July Click here to enter text., 2020, and wish to join the program. 


Agency Name: ___________________________________________ Agency Number: _________ 


Contact Name: __________________________________________ Phone: _______________________ 


Email address: ________________________________________________________________ 


_________ 
Date 


__________ 
Date 


__________ 


____________________________ 
Signature 


____________________________ 
Printed/typed Name 


____________________________ 
Printed/typed Title 


State Approval: 


____________________________ 
Signature 


____________________________ 
Printed/typed Name 


Purchase Card Administrator 


Bank of America, N.A.: 


____________________________ 
Signature Date 


Exhibit 1





		State of Oklahoma Purchase Card Participant Account Form



		Agency Name: 

		Agency Number: 

		Contact Name: 

		Phone: 

		Email address: 

		Printedtyped Name: 

		Printedtyped Title: 

		Printedtyped Name_2: 

		Date: 

		Date_2: 

		Date_3: 
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A. GENERAL PROVISIONS 


A.1. Definitions 
 


As used herein, the following terms shall have the following meaning unless the context clearly indicates otherwise: 
 


A.1.1. "Acquisition” means  items,  products,  materials,  supplies,  services,  and  equipment  a  state agency 
acquires by  purchase, lease purchase, lease with option to purchase, or rental pursuant to  the 
Oklahoma Central Purchasing Act; 


 
A.1.2. “Addendum” means a written restatement of or modification to a Contract Document executed   by 


the Supplier and State. 


A.1.3. ”Bid” means an offer in the form of a bid, proposal, or quote a bidder submits in response to a 
solicitation; 


 
A.1.4. "Bidder" means an individual or business entity that submits a bid in response to a solicitation; 


 
A.1.5. "Solicitation" means a request or invitation by the State Purchasing Director or a state agency for a 


supplier to submit a priced offer to sell acquisitions to the state. A solicitation may be an invitation to 
bid, request for proposal,   or a request for quotation; and 


A.1.6. ”Supplier” or “vendor” means an individual or business entity that sells or desires to sell 
acquisitions to state a g e n c i e s . 


A.2. Certification Regarding Debarment, Suspension, and Other Responsibility Matters 
 


By submitting a response to this solicitation: 
 


A.2.1. The prospective primary participant and any subcontractor certifies to the best of their knowledge 
and belief, that   they and their principals or participants: 


A.2.1.1. Are not presently debarred, suspended, proposed for debarment, declared ineligible, or 
voluntarily excluded by any Federal, State or local department or agency; 


A.2.1.2. Have not within a three-year period preceding this proposal been  convicted  of or pled  guilty 
or had a civil judgment rendered against them for commission of fraud or a criminal offense 
in connection with obtaining, attempting to obtain, or performing a public (Federal, State or 
local) contract; or for violation of Federal or State  antitrust  statutes  or  commission of 
embezzlement, theft, forgery, bribery, falsification or destruction of records, making false 
statements, or receiving stolen property; 


A.2.1.3. Are not presently indicted for or otherwise criminally or civilly charged by a governmental 
entity (Federal, State, or local) with commission of any of the offenses enumerated in 
paragraph A.5.1.2. of this   certification; and 


A.2.1.4. Have not within a three-year period preceding this application/proposal had one or more 
public (Federal,   State, or local) contracts terminated for cause or default. 


A.2.2. Where the prospective primary participant is unable to certify to any of the statements in this 
certification, such   prospective participant shall attach an explanation to its solicitation response. 


A.3. Open Bid / Open   Record 
 


Pursuant to the Oklahoma Public Open Records Act, a public bid opening does not make the bid(s) immediately 
accessible to the public. The procurement or contracting agency shall keep the bid(s) confidential, and provide prompt 
and reasonable access to the records only after a contract is awarded or the solicitation is cancelled. This practice 
protects the integrity of the competitive bid process and prevents excessive disruption to the procurement process.  
The interest of achieving the best value for the State of Oklahoma outweighs the interest   of vendors immediately 
knowing the contents of competitor’s bids.  [51 O.S. § 24A.5 (5)] 


Additionally, financial or proprietary information submitted by a bidder may be designated by the Purchasing Director 
as confidential and the procurement entity may reject all requests to disclose  information  designated  as  confidential 
pursuant to 62 O.S. (2012) §  34.11.1(H)(2) and 74 O.S. (2011) § 85.10. Bidders claiming any portion   of their bid as 
proprietary or confidential must specifically identify what documents or portions of documents they consider confidential 
and identify applicable law supporting their claim of confidentiality. The State Purchasing Director shall make the final 
decision as to whether the documentation or information is confidential pursuant to 74 O.S. § 85.10. Otherwise, 
documents and information a bidder submits as part of or in connection with a bid are public records and subject to 
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disclosure after contract award or the solicitation is cancelled. 


 


A.4. Legal Contract 
 


A.4.1. Submitted bids are rendered as a legal offer and any bid, when accepted by 
the Central Purchasing Division, shall   constitute a contract. 


A.4.2. The Contract resulting from this solicitation may consist of the following documents in the 
following order of precedence: 


A.4.2.1. Any Addendum to the Contract; 


A.4.2.2. Purchase order, as amended by Change Order (if applicable); 


A.4.2.3. Solicitation, as amended (if applicable); and 


A.4.2.4. Successful bid (including required certifications), to the extent the bid does not conflict with the 
requirements of the solicitation or applicable law. 


A.5 Negotiations 
A.5.1. In accordance with Title 74 §85.5, the State of Oklahoma reserves the right to 


negotiate with one, selected, all or none of the vendors responding to this solicitation 
to obtain the best value for the State. Negotiations could entail discussions on 
products, services, pricing, contract terminology or any other issue that may mitigate 
the State’s risks. The State shall consider all issues negotiable and not artificially 
constrained by internal corporate policies. Negotiation may be with one or more 
vendors, for any and all items in the vendor’s offer. 


A.5.2. Firms that contend that they lack flexibility because of their corporate policy on a particular 
negotiation item shall face a significant disadvantage and may not be considered. If such 
negotiations are conducted, the following conditions shall apply: 


A.5.3. Negotiations may be conducted in person, in writing, or by telephone. 


A.5.4. Negotiations shall only be conducted with potentially acceptable offers. The State reserves the 
right to limit negotiations to those offers that received the highest rankings during the initial 
evaluation phase. 


A.5.5. Terms, conditions, prices, methodology, or other features of the bidders offer may be subject 
to negotiations and subsequent revision. As part of the negotiations, the bidder may be 
required to submit support ing financial, pricing, and other data in order to allow a detailed 
evaluation of the feasibility, reasonableness, and acceptability of the offer. 


A.5.6. The requirements of the Request for Proposal shall not be negotiable and shall 
remain unchanged unless the State determines that a change in such requirements 
is in the best interest of the State Of Oklahoma. 


 
A.6. Award of Contract 


 
A.6.1. The State Purchasing Director may award the Contract to more than one bidder by awarding the 


Contract(s) by item or groups of items, or may award the Contract on an ALL OR NONE basis, 
whichever is deemed by the State Purchasing Director to be in the best interest of the State of 
Oklahoma. 


A.6.2. Contract awards will be made to the lowest and best bidder(s) unless the solicitation specifies 
that best value criteria is being used. 


A.6.3. In order to receive an award or payments from the State of Oklahoma, suppliers must be 
registered. The vendor registration process can be completed electronically through the OMES 
website at the following link:  https://www.ok.gov/dcs/vendors/index.php  . 


A.7. Contract Modification 
 


A.7.1. The Contract is issued under the authority of the State Purchasing Director who signs the Contract. 
The Contract may be modified only through a written Addendum, signed by the State Purchasing 
Director and the supplier. 


A.7.2. Any change to the Contract, including but not limited to the  addition of work  or materials,       the 



https://www.ok.gov/dcs/vendors/index.php
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revision  of  payment terms, or the substitution of work or materials, directed by a person  who is 
not specifically authorized by the Central Purchasing Division in writing, or made unilaterally by 
the supplier, is a breach of the Contract. Unless otherwise  specified  by  applicable law or rules, 
such changes, including  unauthorized  written Addendums,  shall  be void and without effect, and 
the supplier shall not  be  entitled  to  any  claim  under  this   Contract based on those changes. 
No oral statement of any person shall modify or otherwise affect the terms, conditions, or 
specifications stated in the resultant Contract. 


A.8. Delivery, Inspection and Acceptance 
 


A.8.1. Unless otherwise specified in the solicitation or awarding documents, all deliveries shall be F.O.B. 
Destination. The supplier(s) awarded the Contract shall  prepay  all  packaging,  handling, shipping 
and delivery charges and firm prices quoted in the bid shall include all such charges.  All products 
and/or services to be delivered pursuant to the Contract shall be subject to final inspection and 
acceptance by the State at destination. "Destination” shall mean delivered to the receiving dock or 
other point specified in the purchase order. The State assumes no responsibility for goods until 
accepted by the State at the receiving point in good condition. Title and risk of loss or damage to 
all items shall be the responsibility of the supplier until accepted   by the receiving agency. The 
supplier(s) awarded the Contract shall be responsible for filing, processing, and collecting any and 
all damage  claims accruing prior to acceptance. 


A.8.2. Supplier(s) awarded the Contract shall be required to deliver products and services as bid on    or 
before the required date. Deviations, substitutions or changes in products and services shall not 
be made unless expressly authorized in writing by the Central Purchasing Division. 


A.9. Invoicing and Payment 
 


A.9.1. Upon submission of an accurate and proper invoice, the invoice shall be paid in arrears after 
products have been delivered or services provided and in accordance with applicable law. 
Invoices shall contain the purchase order number, a description of the products delivered or 
services provided, and the dates of such delivery or provision of services. An invoice is 
considered proper if sent to the proper recipient and goods or services have been received. 


A.9.2. State Acquisitions are exempt from sales taxes and federal excise taxes. 


A.9.3. Pursuant to 74 O.S. §85.44(B), invoices will be paid in arrears after products have been delivered 
or services provided. 


A.9.4. Payment terms will be net 45. Interest on late payments made by the State of Oklahoma is 
governed by 62 O.S. § 34.72. 


A.9.5. Additional terms which provide discounts for earlier payment may be evaluated when making an 
award. Any such additional terms shall be no less than ten (10) days increasing in five (5) day 
increments up to thirty (30) days. The date from which the discount time is calculated shall be the 
date of a proper invoice. 


A.10. Tax Exemption 
 


State agency acquisitions are exempt from sales taxes and federal excise taxes. Bidders shall not include 
these taxes in price    quotes. 


A.11. Audit and Records Clause 
 


A.11.1. As used in this clause, “records" includes books, documents, accounting procedures and 
practices, and  other  data, regardless of type and regardless of whether such items are in  written 
form, in the form of computer data, or in any  other  form.  In accepting any Contract with the State, 
the successful bidder(s) agree any pertinent State or Federal agency will have the right to examine 
and audit all records relevant to execution and performance of the resultant Contract. 


A.11.2. The successful supplier(s) awarded the Contract(s) is required to retain records relative to the 
Contract for the duration of the Contract and for a period of seven (7) years  following  completion 
and/or termination of the Contract.  If an audit, litigation, or other action involving such records is 
started before the end of the seven (7) year period, the records are required to be maintained for 
two (2) years from the date that all issues arising out of the action are resolved, or until the end of 
the seven (7) year retention period, whichever is later. 


A.12. Non-Appropriation Clause 


The terms of any Contract resulting from the solicitation and any Purchase Order issued for multiple years under 
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the Contract are contingent upon sufficient appropriations being made by the Legislature or other appropriate 
government entity. Notwithstanding any language to the contrary in the solicitation, purchase order, or any other 
Contract document, the procuring agency may terminate its   obligations under the Contract if sufficient 
appropriations are not made by the Legislature or other appropriate governing entity to pay amounts due for 
multiple year agreements. The Requesting (procuring) Agency's decisions as to whether sufficient appropriations 
are available shall be accepted by the supplier and shall be final and binding. 


A.13. Choice of Law 


Any claims, disputes, or litigation relating to the solicitation, or the execution, interpretation, performance, or 
enforcement of the    Contract shall be governed by the laws of the State of Oklahoma. 


 
A.14. Choice of Venue 


Venue for any action, claim, dispute or litigation relating in any way to the Contract shall be in Oklahoma County, 
Oklahoma. 


 
A.15. Termination for Cause 


 
A.15.1. The supplier may terminate the Contract for default or other just cause with a 30-day written request 


and upon written approval from the Central Purchasing Division. The State may terminate the Contract 
for default or any other just cause upon a 30-day written notification to the supplier. 


A.15.2. The State may terminate the Contract immediately, without a 30-day written notice to the supplier, when 
violations are found to be an impediment to the function of an agency and detrimental to its cause, when 
conditions preclude the 30-day notice, or  when  the  State  Purchasing  Director determines  that  an 
administrative  error  occurred  prior  to   Contract performance. 


A.15.3. If the Contract is terminated, the State shall be liable only for payment for products and/or services 
delivered and   accepted. 


 
A.16. Termination for Convenience 


 
A.16.1. The State may terminate the Contract, in whole  or  in  part,  for  convenience  if  the  State  Purchasing 


Director determines that termination is in the  State's  best  interest.  The State Purchasing Director shall 
terminate the Contract by delivering to the supplier a Notice of Termination for Convenience specifying 
the terms and effective date of Contract termination. The Contract termination date shall be  a  minimum  
of  60  days  from  the  date  the  Notice  of Termination for Convenience is issued by the State 
Purchasing Director. 


A.16.2. If the Contract is terminated, the State shall be liable only for products and/or services delivered and 
accepted, and for costs and expenses (exclusive of profit) reasonably incurred prior to the date upon 
which the Notice of Termination for Convenience was received by the supplier. 


A.17. Insurance 


The successful supplier(s) awarded the Contract shall obtain and retain insurance, including  workers'  compensation, 
automobile insurance, medical malpractice, and general liability, as  applicable,  or as  required  by State or Federal 
law, prior to commencement  of  any  work  in  connection  with  the  Contract.  The  supplier  awarded  the  Contract  
shall  timely renew the policies to be carried   pursuant to this section throughout the term   of the Contract and shall 
provide the Central Purchasing Division and the procuring agency with evidence of such insurance and renewals. 


 
A.18. Employment Relationship 


The Contract does not create an employment relationship.  Individuals performing services required by this Contract are 
not employees of the State of Oklahoma or the procuring agency. The supplier's employees shall not be considered 
employees of the State of Oklahoma nor of the procuring agency for any purpose, and accordingly shall not be eligible 
for rights or benefits accruing   to state employees. 


 
A.19. Compliance with the Oklahoma Taxpayer and Citizen Protection Act of 2007 


By submitting a bid for services, the bidder certifies that they, and any proposed subcontractors, are in compliance 
with 25 O.S. 
§1313 and participate in the Status Verification System. The Status Verification System is defined in 25 O.S. §1312 
and  includes  but  is  not  limited  to  the  free  Employment  Verification  Program  (E-Verify)  through  the  Department  
of  Homeland  Security  and   available at www.dhs.gov/E-Verify . 


A.20. Compliance with Applicable Laws 



http://www.dhs.gov/E-Verify
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The products and services supplied under the Contract shall comply with all applicable Federal, State, and 
local laws, and the   supplier shall maintain all applicable licenses and permit requirements. 







B. SPECIAL PROVISIONS 


B.1. Contract Term, Renewal and Extension Option 


B.1.1. The initial contract period shall begin on the effective date and shall extend through One (1) Year (the “Initial 
Term”) unless renewed, extended, or terminated in accordance with applicable contract provisions. The Supplier shall 
not commence work, commit funds, incur costs, or in any way act to obligate the State until so notified in writing of the 
approval of the contract. The authorized State representative is the only individual who can transmit that approval to 
the Supplier. 


B.1.2. Under Oklahoma law, the State may not contract for a period longer than one (1) year (the “Initial Term”).  
By mutual consent of the parties hereto, it is intended that there shall be nine (9) options to renew, subject to the 
terms and conditions set forth herein, each for duration of one (1) year. 


B.1.3. After the Initial Term, the Agreement may be renewed annually upon mutual written consent of the parties. 
Prior to each renewal, the State shall subjectively consider the value of this Contract to the State, the Supplier’s 
performance under the Contract and shall review certain other factors, including but not limited to the a) terms and 
conditions of Contract Documents to determine validity with current State and other applicable statutes and rules; b) 
then current products pricing and price discounts offered by Supplier; and c) then current products and support 
offered by Supplier. 


B.1.4. If the State determines changes to a Contract Document are required as a condition precedent to renewal, 
the State and Supplier will cooperate in good faith to evidence such required changes in an Amendment. 


B.1.5. The State, at its sole option, may choose to exercise an extension for ninety (90) days beyond the final 
renewal option period, at the Contract pricing rate. If this option is exercised, the State shall notify the Suppler in 
writing prior to contract end date. The State, at its sole option, may choose to exercise subsequent ninety (90) day 
extensions, by mutual consent and at the Contract pricing rate, to facilitate the finalization of related terms and 
conditions of a new award or as needed for transition to a new Supplier. 


B.1.6. In the alternative, the State CIO reserves the right to extend any Contract awarded if it is determined to be in 
the best interest of the State. 


B.2. Obligations of Permitted Subcontractor 


B.2.1. If the Supplier is permitted to utilize subcontractors in support of this Contract, the Supplier shall remain 
solely responsible for its obligations under the terms of this Contract and for its actions and omissions and those of its 
agents, employees and subcontractors. Any proposed subcontractor shall be identified by entity name and by 
employee name in the applicable proposal and shall include the nature of the services to be performed. Prior to a 
subcontractor being utilized by the Supplier in connection with provision of the products, the Supplier shall obtain 
written approval of the State of such subcontractor and each employee of such subcontractor proposed for use by the 
Supplier. Such approval is within the sole discretion of the State. As part of the approval request, the Supplier shall 
provide a copy of a written agreement executed by the Supplier and subcontractor setting forth that such potential 
subcontractor is bound by and agrees to perform the same covenants and be subject to the same conditions, and 
make identical certifications to the same facts and criteria, as the Supplier under the terms of all applicable Contract 
Documents. Supplier agrees that maintaining such agreement with any subcontractor and obtaining prior approval by 
the State of any subcontractor and associated employees shall be a continuing obligation. The State further reserves 
the right to revoke approval of a subcontractor or an employee thereof in instances of poor performance, misconduct 
or for other similar reasons. 


B.2.2. All payments for products shall be made directly to the Supplier. No payments shall be made to the Supplier 
for any services performed pursuant to this Contract by unapproved or disapproved employees of the Supplier or a 
subcontractor. 


B.3. Warrants 


Supplier warrants and represents that products or deliverables specified and furnished by or through the Supplier 
shall individually, and where specified by Supplier to perform as a system, be substantially uninterrupted and error-
free in operation and guaranteed against faulty material and workmanship for a warranty period of a minimum of 
ninety (90) days from the date of acceptance or the maximum allowed by the manufacturer. Defects in products or 







deliverables specified and furnished by or through the Supplier shall be repaired or replaced by Supplier at no cost or 
expense to the State if such defect occurs during the warranty period. 


B.4. Administrative Fee 


The Supplier agrees to pay an administrative fee in the sum of 1% of the combined total annual expenditures, as 
evidenced by the aggregate amount of Acquisitions under this Contract. All products prices shall be inclusive of the 
administrative fee. Notwithstanding anything to the contrary herein, the State reserves the right to increase or 
decrease the administrative fee as long as the Supplier has an obligation under this Contract without further 
requirement for an Amendment and shall provide written notice of such change to the Supplier. 


On behalf of OMES, Central Purchasing Division, the Bank will collect a 5% administrative fee of the annual total 
rebate due to each participating political subdivision from the proceeds of any rebate due to Political Subdivision. This 
administrative fee shall be used to defray the costs of CP operations and expenses that CP incurs to support the 
operation of the Statewide Contract #0200. This fee shall be reported separately and submitted annually to the 
Central Purchasing Division as otherwise required in this Agreement. 


B.5. Web Site Requirements 


The Supplier will provide a web page devoted to the products available under the terms of this Contract and such 
web page will be linked to a State website. The web page provided by the Supplier for this Contract will include the 
following: 


a) A listing of the contact personnel of the Supplier and the pertinent contact numbers; 


b) Ordering address of Supplier; 


c) Remittance address of Supplier; 


d) “How to Use” instruction for using the Supplier website; 


e) Pertinent contract information detailing the required State contract numbers and applicable State commodity 
codes; 


f) A complete listing of products including the retail price list with the applicable pricing under this Contract; 


g) A general category grouping of products with an expanding tree of information for the products available in 
each category and the capability to select a general category that is linked to a product specific page detailing the 
information concerning such particular product; 


h) The ability to print a quote page with quote number and/or quote date, which shall be valid for at least thirty 
(30) days; and 


i) Other information required by the State to be included from time to time. 


B.6. Authorized Users 


During the term of this contract, any State Entity, or Interlocal Entity, as defined herein, may utilize this contract. 
Under this contract, the State of Oklahoma bears no liability for the State or Interlocal Entities actions and the privies 
of contract exist solely between the Supplier and the State or Interlocal Entity. 


B.7. Manufacturer Accessibility VPAT Website 


The Supplier may provide a URL link for a website maintained by the Supplier or product manufacturer which 
provides VPAT’s for all products offered through the Contract. 


B.8. Commercial Off-The-Shelf (Cots) Software 


In the event that Supplier specifies terms and conditions or clauses in an electronic license agreement notice that 
conflict with the terms of this Contract, the additional terms and conditions or conflicting clauses shall not be binding 
on the State and the provisions of this Contract shall prevail. 


B.9. Type of Contract 







This shall be a competitively awarded contract(s) that is available for use by all State Entities or Interlocal Entities, as 
applicable. 


B.10. Supplier Services 


The State of Oklahoma shall not guarantee any minimum or maximum amount of the Supplier services that may be 
required under this Contract. 


B.11. Ordering 


Any product furnished under this Contract shall be ordered by the issuance of a written purchase order or by the use 
of a valid State purchase card. There is no limit on the number of purchase orders that may be issued or purchase 
card transactions and delivery to multiple destinations may be required, as applicable, at no additional cost. All such 
issued purchase orders and purchase card transactions are subject to the terms and conditions of this Contract and 
other Contract Documents. Any issued purchase order or purchase card transaction dated prior to expiration or 
termination of this Contract shall be performed. 
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